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Law

on Payment Services and Payment Systems’

(Adopted by the 44th National Assembly on 22 February 2018,
published in the Darjaven Vestnik, issue 20 of 6 March 2018;
amended; issues 17, 37, 42 and 94 of 2019; amended; issue 13 of 2020;
amended; issue 12 of 2021; amended; issue 25 of 2022;
amended;; issue 45 of 2022; issue 8 of 2023; amended; issue 66 and issue 84 of
2023)

Chapter One

General Provisions

Section I
Subject and Negative Scope

Subject

Article 1. This Law shall regulate:

1. the requirements to the payment service providers’ activity and types of pay-
ment services;

2. the terms and procedure for licensing and operation of payment institutions;

3. the terms and procedure for entering in the register referred to in Article 19 and
conducting activities of account information service providers;

4. the terms and procedure for licensing and conducting activities of electronic
money institutions;

5. the requirements for information provision in payment services;

6. the rights and obligations of the parties in the provision of payment services;

7. the requirements for transparency and comparability of fees charged to consum-
ers on their payment accounts, switching of payment accounts within Bulgaria and
facilitating cross-border payment account-opening for consumers within the Euro-
pean Union;

8. the terms and procedure for consumers to open and use payment accounts with
basic features;

9. the terms and procedure for operation of payment systems;

10. the settlement finality in payment and securities settlement systems;

11. the terms and procedure for licensing and conducting activities of a settlement
finality payment system operator;

12. the payment systems oversight;

* Unofficial translation provided for information purposes only. The Bulgarian National Bank bears no
responsibility whatsoever as to the accuracy of the translation and is not bound by its contents.
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13. the complaint procedure in relation to the provision of payment services and to
the issuance of electronic money as well as the alternative dispute resolution procedure.

Negative Scope

Article 2. (1) The provisions of chapters two, four, five and ten shall not be ap-
plicable to:

1. payment transactions made exclusively in cash directly from the payer to the
payee, without any intermediary intervention;

2. payment transactions made from the payer to the payee through a commercial
agent authorised under a contract to negotiate or conclude agreement on the sale or
purchase of goods or provision of services on behalf of the payer or the payee;

3. payment transactions made from the payer to the payee through a commercial
agent authorised under a contract by both the payer and the payee only if the com-
mercial agent does not, at any time, enter into possession of the funds involved in the
payment transaction;

4. professional physical transport of banknotes and coins, including their collec-
tion, processing and delivery;

5. payment transactions consisting of the non-professional cash collection and de-
livery within the framework of a non-profit or charitable activity;

6. services where cash is provided by the payee to the payer as part of a payment
transaction following an explicit request by the payment service user just before the
execution of the payment transaction upon payment for the purchase of goods or
services;

7. cash-to-cash currency exchange operations, where the funds are not held on a
payment account;

8. payment transactions based on any of the following documents drawn on the
payment service provider with a view to placing funds at the disposal of the payee:

a) cheques, paper-based bills of exchange and promissory notes within the mean-
ing of the Commercial Code or the relevant legislation of another Member State which
is not party to the Geneva Convention under (b);

b) paper cheques in accordance with the Geneva Convention of 19 March 1931
providing a uniform law for cheques and paper-based bills of exchange and promissory
notes in accordance with the Geneva Convention of 7 June 1930 providing a uniform
law for bills of exchange and promissory notes;

c) paper-based vouchers;

d) paper-based traveller’s cheques;

9. payment transactions related to securities asset servicing, including dividends,
income or other distributions, or redemption or sale, carried out by persons referred
to in item 16 or by investment firms, credit institutions, collective investment under-
takings or asset management companies providing investment services and any other
entities allowed to have the custody of financial instruments;
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10. services provided by technical service providers which support the provision
of payment services, without them entering, at any time, into possession of the funds
to be transferred, including processing and storage of data, trust and personal data
protection services, data and entity authentication, provision of information technol-
ogy (IT) and communication network, provision and maintenance of terminals and
devices used for payment services, except for payment initiation and account informa-
tion services;

11. services provided on the basis of payment instruments that can be used only in
a limited way and meet one of the following conditions:

a) the instruments allow the user thereof to acquire goods or services only in the
premises of the issuer or within a limited network of service providers under a com-
mercial agreement with the issuer acting in a professional capacity;

b) the instruments can be used only to acquire a very limited range of goods or
services;

¢) the instruments are valid only on the territory of the Republic of Bulgaria and
are provided at the request of the budget organisation within the meaning of the Law
on Public Finance or a public sector entity or a commercial company, serve to acquire
specific goods or services from suppliers based on an agreement with the issuer, and
are regulated by a national or local administrative authority in view to achieve specific
social or tax purposes;

12. payment transactions by a provider of electronic communications networks or
services provided in addition to electronic communications networks or services for
a subscriber to the network or service, for purchase of digital content and voice-based
services, regardless of the device used for the purchase or consumption of the digital
content and charged to the related bill, or performed from or via an electronic device
and charged to the related bill within the framework of a charitable activity or for the
purchase of tickets, provided that the value of any single payment transaction does not
exceed BGN 100, and:

a) the cumulative value of payment transactions for one subscriber does not exceed
BGN 600 per month, or

b) where a subscriber pre-funds its account with the provider of the electronic
communications network or service, the cumulative value of payment transactions
does not exceed BGN 600 per month;

13. payment transactions between payment service providers, their agents or
branches for their own account;

14. payment transactions and related services between a parent undertaking and its
subsidiary or between subsidiaries of the same parent undertaking, where the interme-
diary is a payment service provider belonging to the same group;

15. cash withdrawal services offered by means of ATM provided on behalf of one or
more card issuers, which are not a party to the framework contract with the customer
withdrawing money from a payment account, on condition that those providers do
not conduct other payment services; in this case the customer shall be provided with
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the information on any withdrawal charges referred to in Article 50, Article 54, para-
graphs 1,2 and 7, Articles 57 and 58 before carrying out the withdrawal as well as after
receipt of the cash at the end of the transaction;

16. payment transactions carried out within a payment or securities settlement
system between settlement agents, central counterparties, clearing houses and/or cen-
tral banks and other participants of the system on the one hand, and payment service
providers, on the other hand;

17. postal money orders within the meaning of § 1, item 9 of the Additional Provi-
sions of the Postal Services Act.

(2) Chapters four and five shall not apply to account information service provid-
ers except for Article 52, Article 54, paragraphs 1, 2 and 7 and Article 60, and where
applicable Articles 73, 75 and 98-100.

(3) (amended; Darjaven Vestnik, issue 13 of 2020) Service providers that provide
any of the services under paragraph 1, item 11, (a) and (b), for which the total value of
payment transactions executed over the preceding 12 months exceeds the amount of
BGN 2 million shall send a notification to the Bulgarian National Bank (BNB) of the
activity conducted, containing a description of the services provided, specifying under
which exclusion referred to in paragraph 1, item 11, (a) and (b) the activity is carried
out and requesting entry into the register under Article 19. Based on the notification
and after assessing the criteria referred to in paragraph 1, item 11, the BNB shall enter
the service provider into the register under Article 19 or refuse to enter it where the
activity does not qualify as a limited network. Service providers whose activity is quali-
fied as a limited network shall inform the BNB by 31 March each year of the total value
of all payment transactions executed in the preceding calendar year.

(4) (amended; Darjaven vestnik, issue 13 of 2020) Service providers that carry out
the transactions referred to in paragraph 1, item 12 shall inform the BNB annually of
the activity conducted and provide an annual audit opinion certifying that the activity
complies with the limits set out in paragraph 1, item 12. Based on the notification and
conclusion, the BNB shall enter the service provider into the register under Article 19.

(5) The Bulgarian National Bank shall notify the European Banking Authority
(EBA) of the services notified pursuant to paragraphs 3 and 4.

(6) The description of the activities notified under paragraphs 3 and 4 shall be
made available also in both the public register provided for in Article 19 and EBA
register.

Section II

Payment Service Providers and Types of Payment Services

Payment Service Providers

Article 3. (1) For the purposes of this Law, ‘payment service providers’ shall mean:
1. banks within the meaning of the Law on Credit Institutions;
2. electronic money institutions within the meaning of this Law;
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3. payment institutions within the meaning of this Law;

4. account information service providers within the meaning of this Law;

5. the European Central Bank and the national central banks of Member States,
when not acting in their capacity as monetary authority or other public authorities.

(2) Persons who are not payment service providers shall not provide payment ser-
vices, with the exception of the activities referred to in Article 2.

(3) The payment service provider shall not control the purpose and legality of the
transaction for which the payment service is provided, unless otherwise provided for
by law.

(4) (amended; Darjaven vestnik, issue 17 of 2019) Payment service providers and
payment systems shall process personal data of payment service users in compliance
with the requirements for personal data protection. In the event of prevention, inves-
tigation and detection of payment fraud related to payment services, the personal data
processing may be carried out without the consent of the person concerned.

(5) (new; Darjaven Vestnik, issue 13 of 2020) An entity that does not hold a license
to provide payment services and/or issue electronic money may not use in its name,
advertising or other activity words indicating such activity, except in the cases of an
advertising activity carried out by a person entered in the register under Article 19 as
an agent of a payment institution or electronic money institution, while complying
with the provision under Article 30, paragraph 2.

Payment Services

Article 4. Payment services shall mean:

1. services related to placement of cash on a payment account, as well as the related
operations of servicing of a payment account;

2. services related to cash withdrawals from a payment account, as well as the op-
erations of servicing of a payment account;

3. execution of payment transactions, including transfers of funds on a payment
account with the user’s payment service provider or with another payment service
provider:

a) execution of direct debits, including one-off direct debits;

b) execution of payment transactions through a payment card or other similar
instruments;

¢) execution of credit transfers, including standing orders;

4. execution of payment transactions where the funds are covered by a credit line
for a payment service user:

a) execution of direct debits, including one-off direct debits;

b) execution of payment transactions through a payment card or other similar
instruments;

¢) execution of credit transfers, including standing orders;

5. issuing and/or acquiring of payment instruments;

6. money remittance;
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7. payment initiation services;
8. account information services.

Chapter Two

PAYMENT INSTITUTIONS AND ACCOUNT SERVICING
PAYMENT SERVICE PROVIDERS

(title amended; Darjaven Vestnik, issue 13 of 2020)

Section I

Licensing of Payment Institutions and Entry in the Register of
Account Information Service Providers

Payment Institution

Article 5. ‘A payment institution’ shall mean a legal entity established in a Member
State that has been granted a license by the competent authorities in its Member State
of origin to provide and execute payment services referred to in Article 4, items 1-7
throughout the European Union.

Competent Authority

Article 6. The Bulgarian National Bank shall issue a license for conducting activity
as a payment institution where the registered office of the applicant is in the Republic
of Bulgaria.

Prohibition for Operations without a License

Article 7. (1) Any persons who intend to provide payment services referred to in
Article 4, items 1-7 as a payment institution shall obtain a license as a payment institu-
tion before commencing the provision of payment services.

(2) Payment institutions are only authorised to provide the payment services in-
cluded in their license.

Initial Capital

Article 8. (amended; Darjaven Vestnik, issue 25 of 2022) As of the time of ob-
taining the license, the payment institution shall hold initial capital, comprised of
one or more of the items referred to in Article 26(1)(a) to (e) of Regulation (EU) No
575/2013 of the European Parliament and of the Council of 26 June 2013 on prudential
requirements for credit institutions and amending Regulation (EU) No 648/2012 (OB,
L 176/1,27.6.2013), (Regulation (EU) No 575/2013) of no less than:

1. BGN 100,000 — where the payment institution will provide the payment services
under Article 4, item 6;

2. BGN 100,000 — where the payment institution will provide the payment services
under Article 4, item 7;
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3. BGN 250,000 — where the payment institution will provide any of the payment
services under Article 4, items 1-5.

Own Funds

Article 9. (1) (amended; Darjaven Vestnik, issue 13 of 2020) Payment institutions,
except those offering only the payment services under Article 4, item 7, shall at all
times hold own funds, including one or more of the elements specified in Article 26(1)
(a to e) of Regulation (EU) No 575/2013, and in the amount not less than the fol-
lowing elements multiplied by the scaling factor ‘K, where the payment volume (PV)
represents one-twelfth of the total amount of payment transactions executed in the
preceding year:

1. four (4) per cent of the slice of PV up to BGN 10 million,

plus

2. two point five (2.5) per cent of the slice of PV above BGN 10 million up to BGN
20 million,

plus

3. one (1) per cent of the slice of PV above BGN 20 million up to BGN 200 million,

plus

4. zero point five (0.5) per cent of the slice of PV above BGN 200 million up to
BGN 500 million,

plus

5. zero point twenty five (0.25) per cent of the slice of PV above BGN 500 million.

(2) The scaling factor “K’ to be used for calculating the volume of own funds re-
ferred to in paragraph 1 shall be:

1. zero point five (0.5) where the payment institution provides only the payment
service under Article 4, item 6;

2. one (1) where the payment institution provides any of the payment services
under Article 4, items 1-5.

(3) The own funds of the payment institution which provides payment services
under Article 4, items 1-6, may not fall below the amount required under paragraph 1
or Article 8, item 1 or 3 accordingly, whichever the higher.

(4) The own funds of the payment institution which provides only payment ser-
vices under Article 4, item 7, may not fall below the amount required under Article 8,
item 2.

(5) Based on an evaluation of the risk-management processes, risk loss database
and internal control mechanisms of the payment institution, the BNB may require the
payment institution to hold an amount of own funds which is up to 20 per cent higher
than the amount referred to in paragraph 1 or to permit the payment institution to
hold an amount of own funds which is up to 20 per cent lower than the amount ob-
tained in accordance with paragraph 1.
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(6) (amended; Darjaven Vestnik, issue 13 of 2020) A payment institution which
provides payment services under Article 4, items 1-7 shall prepare and submit to the
BNB reports on the amount of its own funds.

(7) The Bulgarian National Bank shall issue an ordinance on the implementation
of Article 8 and of this article.

Granting a License

Article 10. (1) The company that wishes to obtain a license for conducting activity
as a payment institution should apply in writing to the BNB.

(2) The documents required for granting a license of a payment institution shall be
laid down in an Ordinance of the BNB.

(3) When submitting his application for granting a license, the applicant shall pro-
vide the BNB with a written declaration that the information submitted with the ap-
plication and the documents attached to the application are up to date, complete and
truthful.

(4) To be granted a license as a payment institution, the applicant must concur-
rently comply with the following conditions:

1. to be registered or be in the process of establishing a limited liability company
or a joint-stock company;

2. to have paid the capital required under Article 8, corresponding to the types of
payment services that the applicant intends to provide;

3. the origin of the company’s capital or the funds used to acquire shares, in the
case of transfer of shares, should be transparent and legal;

4. the registered office and the head office recorded in the Commercial Register
shall be the same as the location where the applicant’s actual management will occur;
the applicant shall effectively carry out at least part of its payment service activity in
the Republic of Bulgaria;

5. the applicant’s activity including the way in which the payment services en-
visaged by applicant are to be provided, shall be determined clearly, in detail and
exhaustively;

6. to apply reliable rules and procedures to ensure robust governance arrangements
for its payment services business which include:

a) clear organisational structure, including the intended use of agents and branch-
es, the checks that the applicant intends to perform on them at least once a year, the
outsourcing arrangements and the applicant’s interaction with payment systems;

b) well-defined, transparent and consistent lines of responsibility;

c) effective procedures to identify, manage, monitor and report the risks to which
the payment institution is or might be exposed;

d) adequate management framework and internal control mechanisms, including
sound and effective administrative and accounting procedures;

e) (amended; Darjaven Vestnik, issue 13 of 2020) reliable and effective internal
control mechanisms established by the applicant in order to comply with the obliga-
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tions under the Law on Measures against Money Laundering and the Law on Measures
against Financing of Terrorism;

f) procedure to monitor, handle and follow up a security incident and security
related customer complaints, including an incident reporting mechanism under
Article 99;

g) process to file, monitor, track and restrict access to sensitive payment data;

h) business continuity measures including a clear description of critical processes,
effective emergency plans and a procedure to regularly test and review the adequacy
and efficiency of such plans;

i) principles and definitions applied in the collection of statistical data on the re-
sults of the activity, payment transactions and fraud in connection with payment ser-
vices provision;

j) security rules to protect payment service users against the risks identified, the
fraud or the illegal use of sensitive and personal data;

7. the business plan and the forecast budget calculation for the first three finan-
cial years shall demonstrate that the applicant is able to employ the appropriate and
proportionate systems, resources and procedures to operate soundly as a payment
institution;

8. to apply sound and adequate measures for safeguarding payment service us-
ers’ funds and payment instruments used in case it provides payment services under
Article 4, items 1-6;

9. the persons managing and representing the applicant company and the mem-
bers of its management and supervision bodies, including the representatives of legal
entities, possess qualification, professional experience, fitness and probity the require-
ments being established in a ordinance of the BNB;

10. (amended; Darjaven Vestnik, issue 13 of 2020) the persons holding, directly
or indirectly, qualifying holdings in the applicant’s capital within the meaning of Ar-
ticle 4(1), point 36 of Regulation (EU) No 575/2013 have provided evidence of their
suitability to ensure the sound and prudent management of the payment institution;

11. (new; Darjaven Vestnik, issue 13 of 2020) the persons holding three or more
than three per cent of shares/units or voting rights attached to shares/units in the ap-
plicant’s payment institution could not operate or exercise an influence on decision
making to the detriment of the prudent and sound management of the applicant or
payment services provided by it;

12. (new; Darjaven Vestnik, issue 84 of 2023) the persons under items 9 and 10,
based on information collected about them or their close associates, as well as about
the links between them under item 13, do not give grounds to doubt their good
reputation;

13. (former item 11; Darjaven Vestnik, issue 13 of 2020; former item 12; Darjaven
Vestnik, issue 84 of 2023) no close links within the meaning of Article 4(1), point
38 of Regulation (EU) No 575/2013 have been identified between the applicant and
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other natural persons or legal entities that would prevent the effective exercise of their
supervisory functions;

14. (former item 12; Darjaven Vestnik, issue 13 of 2020; former item 13; Darjaven
Vestnik, issue 84 of 2023 ) at BNB’s discretion, the laws, regulations or administra-
tive provisions of a third country governing one or more natural or legal entities with
which the payment institution has close links, or difficulties involved in the enforce-
ment of these laws, regulations or administrative provisions, shall not prevent the ef-
fective exercise of BNB’s supervisory functions;

15. (former item 13; Darjaven Vestnik, issue 13 of 2020; former item 14; Darjaven
Vestnik, issue 84 of 2023) to have a designated audit firm which is a registered auditor
under the provisions of the Law on Independent Financial Audit.

(6) (amended; Darjaven Vestnik, issue 13 of 2020) To be granted a license to pro-
vide payment services under Article 4, item 7, the applicant shall hold a professional
indemnity insurance or any other comparable guarantee against his liability covering
the territories in which it will offer payment services. The insurance shall cover the
liability of the payment initiation service provider under Articles 79, 94 and 95.

(7) In case the applicant wishes to provide payment services under Article 4, item 8
in addition to the payment services for which it has applied under paragraph 1, the
applicant shall meet the requirements under Article 18, paragraph 2.

Considering the Application for Granting a License

Article 11. (1) Within three months from receipt of the application under Ar-
ticle 10, paragraph 1, the BNB shall research into the compliance of all submitted
documents with the requirements for granting a license and the applicant’s ability to
comply with the requirements for engaging in the activity for which it wishes to be
licensed and shall decide on granting a license or shall refuse to grant a license. Where
appropriate, the BNB may also consult other competent authorities.

(2) Where during the research under paragraph 1 the BNB establishes that the ap-
plication is incomplete, the BNB shall require the applicant to provide the necessary
documents and information within a period not longer than two months.

(3) No later than three months from the receipt of the documents and the informa-
tion referred to in paragraph 2, the BNB shall make a decision on granting or refusing
a license.

Granting a License

Article 12. (1) The Bulgarian National Bank shall grant a license for conducting ac-
tivity as a payment institution, if the information and evidence accompanying the ap-
plication complies with all the requirements of this Law and Ordinances on its enact-
ment and if, at BNB’s discretion, the applicant complies with the license requirements.

(2) (amended; Darjaven Vestnik, issue 45 of 2022) The license referred to in para-
graph 1 shall be granted for an indefinite period of time and may not be transferred
to other persons.
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(3) The Registry Agency shall register the payment services for which the payment
institution has been licensed as part of its business activity upon submission of the
license granted by the BNB.

(4) The payment institution must comply with the requirements referred to in
Articles 8 — 10 during the entire period of validity of the license granted.

Changes Subsequent to Granting the License

Article 13. (1) The payment institution holding the license shall without undue
delay inform the BNB about any change in the information and documents provided
in connection with the license granting.

(2) Where the payment institution intends to engage in other payment services
outside the services it was licensed for, it shall apply for supplementing the license, with
Articles 10-12 applied accordingly.

Control of the Shareholding

Article 14. (1) A natural person or legal entity may not without prior approval by
the BNB acquire or increase directly or indirectly shares or voting shares/stakes in a
payment institution licensed in the Republic of Bulgaria, if as a result of the acquisition
the holding becomes qualifying within the meaning of Article 4(1), item 36 of Regula-
tion (EU) No 575/2013, of the capital or if this holding reaches or exceeds the 20, 30 or
50 per cent thresholds of the shares/stakes or of the voting shares/rights as well as the
payment institution becomes a subsidiary.

(2) To obtain approval, any natural person or legal entity referred to in paragraph 1
shall inform the BNB about its decision for acquisition by means of a written applica-
tion and attach the required documents as provided for in an ordinance of the BNB.

(3) The Bulgarian National Bank shall make an assessment on the basis of the
documents and the information submitted by the applicant as well as on the basis of
other information and documents available to it.

(4) The Bulgarian National Bank shall examine the application for approval under
paragraph 2 within two months of its submission. For the purposes of the assessment,
the BNB may request in writing additional information to be provided within a time
period not longer than two months whereby the period between the date of the request
for information and the date of the receipt thereof the time period under the first sen-
tence shall be suspended.

(5) Approval shall be granted taking into account the applicant’s potential impact
on the payment institution with a view to ensuring the sound and prudent manage-
ment of the payment institution in the future and if the assessment shows that the
applicant is suitable and has the required financial stability. The assessment shall be
based on the following criteria:

1. (amended; Darjaven Vestnik, issue 84 of 2023) reputation of the applicant and
his close associates;

2. (amended; Darjaven Vestnik, issue 13 of 2020) qualification, professional expe-
rience, fitness and probity of the managing and representing persons, as well as of the
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members of management and supervisory bodies which will manage the activity of a
payment institution as a result of realised acquisition, the requirements being estab-
lished in an ordinance of the BNB;

3. applicant’s financial soundness in view of the specific nature of the actual activ-
ity that the payment institution conducts or intends to conduct;

4. (new; Darjaven Vestnik, issue 13 of 2020; amended; Darjaven Vestnik, issue 84
0f 2023) the requirements of Article 10, paragraph 4, items 13 and 14 are fulfilled as a
result of the requested acquisition;

5. (previous item 4; amended, Darjaven Vestnik, issue 13 of 2020) absence of rea-
sonable grounds to suspect that, in connection with the declared acquisition, money
laundering or terrorist financing is being or has been committed or attempted or that
the intended acquisition could increase the risk thereof.

(6) The Bulgarian National Bank shall refuse to grant approval where it finds that
the requested acquisition does not meet any of the criteria set out in paragraph 5 or the
information submitted by the applicant is not complete despite the implementation of
the procedure referred to in Article 4.

(7) (amended; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank
shall come up on the application within the assessment period. The applicant shall be
notified of the approval granted or the refusal to grant approval.

(8) The Bulgarian National Bank may set a time limit for implementing the acqui-
sition upon the expiry of which the approval shall be no longer valid.

(9) The transactions, decisions and actions carried out without the approval under
paragraph 1 shall be null and void.

(10) (new; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank may
suspend temporarily a voting right of a shareholder and/or a partner having a qualify-
ing holding in the capital of a payment institution and/or instruct him in writing to
transfer shares/units held by him within a 30-day period where such a person could
operate or exercise an influence on decision-making to the detriment of the prudent
and sound management of the payment institution or payment services provided by it.

(11) (previous paragraph 10; Darjaven Vestnik, issue 13 of 2020) A natural person
or legal entity which intends to transfer directly or indirectly its qualifying holding in
a payment institution licensed by the BNB or to decrease its qualifying holding in such
a way that its shares/stakes or its voting shares/stakes fall below 20, 30 or 50 per cent
of company’s capital or that the payment institution would cease to be its subsidiary,
shall notify the BNB not later than 10 days before the occurrence of the respective
circumstance, of the amount of its holding prior to the transfer and of the amount of
the holding after the transfer.

(12) (previous paragraph 11; Darjaven vestnik, issue 13 of 2020) Payment institu-
tions licensed in the Republic of Bulgaria shall notify the BNB within seven days after
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becoming aware of any acquisition or transfer of shares/stakes of their capital, as a
result of which shareholders” holdings exceed or fall under any of the thresholds speci-
fied in paragraph 1.

Acquisition of Three or More Than Three Per Cent of Shares/Units or
Voting Rights Attached to Shares/Units

(new; Darjaven Vestnik, issue 13 of 2020)

Article 14a. (new; Darjaven Vestnik, issue 13 of 2020) (1) A person that has ac-
quired three or more than three per cent of shares/units or voting rights attached to
shares/units in a payment institution licensed by the BNB shall notify the BNB thereof
within a seven-day period of the acquisition, accompanied by the necessary supporting
documents as provided for in a BNB ordinance.

(2) Where the BNB has established during the examination procedure under para-
graph 1 that the notification is incomplete, the BNB shall require from the person
to submit within a term no longer than two months all necessary documents and
information.

(3) The Bulgarian National Bank may suspend temporarily a voting right of a
shareholder and/or a partner and/or instruct him in writing to transfer shares/units
held by him within a 30-day period where:

1. the person has failed to submit all required documents and information or the
documents submitted contain incomplete, contradictory or incorrect information;

2. the person could operate or exercise an influence on decision-making to the det-
riment of the prudent and sound management of the payment institution or payment
services provided by it.

Refusal to Grant a License

Article 15. (1) The Bulgarian National Bank shall refuse to grant a license for con-
ducting activity as a payment institution where:

1. it considers that the applicant fails to satisfy any of the requirements under
Article 10;

2. the applicant fails to submit the required evidence and documents, or the docu-
ments submitted contain incomplete, confusing or false information.

(2) In the event of refusal, the applicant may apply again for a license for conduct-
ing activity as a payment institution not earlier than six months from the entry into
force of the refusal.

Revocation of the License

Article 16. (1) The Bulgarian National Bank may withdraw a license issued to a
payment institution only where:

1. the payment institution fails to commence the business licensed within
12 months as from the date on which the license is issued;
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2. the payment institution has ceased to engage in business for more than six
months;

3. serious breaches have been identified in the payment institution’s activity;

4. the license has been issued on the basis of false statements or documents;

5. the payment institution no longer fulfils the conditions for granting the license;

6. the payment institution does not hold sufficient own funds or cannot be consid-
ered capable of continuing to repay its obligations to creditors;

7. at BNB’s discretion, the payment institution would constitute a threat to the
stability of the payment system by continuing its business.

(2) (amended; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank
shall take appropriate measures to notify the public of issuance or withdrawal of a
license.

(3) Within a seven-day period after the withdrawal of a license of a payment in-
stitution, the BNB shall file a request to the Registry Agency for the writing off of this
activity from the line of business of the respective trader.

(4) The Bulgarian National Bank shall notify EBA of the reasons for the withdrawal
of any license for conducting activity as payment institution.

(5) Within one month from the withdrawal, respectively the cancellation of the
license, the payment institution shall submit to the BNB reports in accordance with
Article 155. The reports shall contain information on the activities of the payment
institution covering the period from the end of the last reporting period to the date of
withdrawal, respectively cancellation of the license granted to a payment institution.

(6) Within one month from withdrawal of the license the payment institution shall
ensure complete and timely payment of claims to its customers, arising in connection
with the activity of providing payment services.

Transformation

(new; Darjaven Vestnik, issue 45 of 2022)

Article 16a. (1) (new; Darjaven Vestnik, issue 45 of 2022) Transformation of a
payment institution through a takeover and merger shall be allowed only with another
payment institution or an electronic money institution. In case of a takeover, the right
to perform activities for which the acquiring company has not been licensed shall not
be passed on to it. Permission for a merger shall be issued only if the newly established
company obtains a license corresponding to the type of services it will perform.

(2) In case of a transformation of a payment institution through a spin-off, the
acquiring, respectively, the newly established companies shall have or obtain a license
for the respective activities they intend to conduct and for which a license is required.

(3) In case of a transformation of a payment institution through splitting, the ac-
quiring respectively, the newly established companies shall have or obtain a license for
the relevant activities they intend to conduct and for which a license is required.
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(4) Transformation of a payment institution through a change in the legal form
shall be allowed only within the authorised types of commercial companies in compli-
ance with the requirements for granting a license.

(5) A payment institution may be transformed under the procedure established in
paragraphs 1—4 after obtaining a prior permission from the BNB, granted in compli-
ance with the terms and procedure laid down in a BNB ordinance.

(6) Where the transformation of a payment institution under the procedure of
paragraphs 1-3 requires the granting of a license for a payment service provider, the
license application shall be examined together with the application for a transforma-
tion permission.

(7) A payment institution shall be taken over by a bank under the procedure pro-
vided for in the Law on Credit Institutions.

Termination of Business Activity

Article 17. (1) The payment institution shall notify the BNB at least two months
in advance of an intended decision to terminate the activity of providing payment
services.

(2) With the notification under paragraph 1 the payment institution which wishes
to terminate its activity of providing payment services, shall demonstrate to the BNB
that:

1. it has created the necessary organisation and a termination of business plan
without affecting the interests of payment services users;

2. it has ensured the complete and timely fulfilment of obligations concerning pay-
ment transactions carried out through the payment institution.

(3) The termination of business plan referred to in paragraph 2, item 1 shall con-
tain at least information concerning the terms and conditions for terminating the con-
clusion of payment services contracts and the settlement/payment of payment orders
already accepted, the terms and conditions for terminating the relations with agents or
entities to which activities are outsourced, and the interaction with other payment ser-
vice providers and/or payment systems, as well as information concerning the terms
and conditions for terminating contracts with payment service users. The payment
institution shall coordinate with the BNB the termination of business plan.

(4) (amended; Darjaven Vestnik, issue 13 of 2020) Subject to BNB’s consent for
termination of business activity, the license of the payment institution shall be deemed
cancelled. The provisions of Article 16, paragraphs 2, 3, 5 and 6 shall apply accordingly.

Account Information Service Provider

Article 18. (1) A company, which wishes to provide payment services referred to
in Article 4, item 8 shall submit to the BNB a written application to be entered in the
public register under Article 19.

(2) To be entered in the register under Article 19, the applicant shall meet the fol-
lowing requirements:
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1. hold a professional indemnity insurance or any other comparable guarantee
against liability covering the territories in which it will offer the payment services un-
der Article 4, item 8; the insurance shall cover the liability of the account information
service provider, resulting from unauthorised or fraudulent access to the payment ac-
count or unauthorised or fraudulent use of payment account information;

2. the applicant’s activity including the way in which the payment services are to be
provided, shall be specified clearly, in detail and exhaustively;

3. the business plan and the forecast budget calculation for the first three finan-
cial years shall demonstrate that the applicant is able to employ the appropriate and
proportionate systems, resources and procedures to operate soundly as an account
information service provider;

4. apply reliable rules and procedures to ensure robust governance arrangements
for its payment services business under Article 4, item 8, which include:

a) a clear organisational structure;

b) an adequate management framework and internal control mechanisms, includ-
ing sound and effective administrative and accounting procedures;

¢) a procedure to monitor, handle and follow up a security incident and secu-
rity related customer complaints, including an incident reporting mechanism under
Article 99;

d) a procedure to file, monitor, track and restrict access to sensitive payment data;

e) business continuity measures including a clear description of critical processes,
effective emergency plans and a procedure to regularly test and review the adequacy
and efficiency of such plans;

f) security rules to protect payment service users against the risks identified, the
fraud or the illegal use of sensitive and personal data;

5. the persons managing and representing the applicant and the members of its
management and supervision bodies, including the representatives of legal entities,
shall be persons holding qualification, professional experience, fitness and probity.

6. (new; Darjaven Vestnik, issue 84 of 2023) the persons under item 5, based on
information collected about them or their close associates, do not give grounds to
doubt their good reputation.

(3) Within the time limits set out in Article 11 the BNB shall examine the applica-
tion under paragraph 1 and come up with decision either for registration or refusal for
registration in the public register under Article 19.

(4) The Bulgarian National Bank shall refuse registration in the register where:

1. it considers that the applicant fails to satisty the registration requirements;

2. the applicant fails to submit the required evidence and documents, or the docu-
ments submitted contain incomplete, confusing or false information.

(5) The Bulgarian National Bank shall delete an entity from the register if it finds
out that:

1. it no longer meets the requirements under this article;

2. the registration has been made based on incorrect information or incorrect data;
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3. it does not fulfil its obligations under this Law or legislative acts on its imple-
mentation or other regulatory requirements for conducting the activity;

4. it has ceased to engage in business for more than six months.

(6) An account information service provider may state in writing to the BNB that
it wishes to cease the activity of providing account information by notifying the BNB
at least one month before making the decision.

(7) In the cases referred to in paragraph 6 the BNB shall delete the provider from
the register as from the date on which it suspends its activity as indicated in the
notification.

(8) (amended; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank
shall take adequate measures to provide information to the public about the deletion
under paragraphs 5 and 6, and Article 16, paragraphs 3 and 5 shall apply accordingly..

(9) (new; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank shall
notify the EBA of the reasons of any deletion from the register under paragraph 5.

(10) (previous paragraph 9; Darjaven Vestnik, issue 13 of 2020) The provisions of
paragraphs 1-8 shall also apply to a payment institution which wishes to provide pay-
ment services under Article 4, item 8 as well.

Register

Article 19. (1) The Bulgarian National Bank shall keep a public register of:

1. payment institutions, their branches and agents licensed by it;

2. electronic money institutions, their branches and agents licensed by it;

3. account information service providers;

4. service providers under Article 2, paragraphs 3 and 4;

(2) The register shall contain the following information about the payment institu-
tion, the electronic money institution respectively;

1. the index number of the license issued by the BNB;

2. the unique identification code;

3. the name, registered office and head office address;

4. the services for which the payment institution was licensed;

5. the branches of the payment institution, the electronic money institution respec-
tively in Bulgaria and in other Member States, their addresses and the identity of the
persons who manage and represent them;

6. the agents of the payment institution, the electronic money institution respec-
tively, in Bulgaria and in other Member States, with the unique identification number,
registered office and head office address of the legal entities and the persons who man-
age and represent them, and the full name of natural persons as per identity document;

7. the withdrawal of the license issued or termination of business activity of the
payment institution, the electronic money institution respectively.

(3) The register shall contain the following information about the account infor-
mation service provider:
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1. (amended; Darjaven Vestnik, issue 13 of 2020) the number of the act for the
entry into the Register;

2. the unique identification code;

3. the name, registered office and head office address;

4. the deletion from the register.

(4) The register shall contain the following information about the service providers
under Article 2, paragraphs 3 and 4:

1. the number of the order for the entry into the Register;

2. the unique identification code;

3. the name, registered office and head office address;

4. a description of the relevant activities, for which the notification under Article 2,
paragraphs 3 and 4 has been received.

(5) The Register referred to in paragraph 1 shall be made publicly accessible on the
Internet and shall be updated regularly.

(6) The Bulgarian National Bank shall issue an ordinance on the implementation
of Article 18 and of this Article.

(7) (new; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank shall
immediately notify the EBA of the information entered in the register under paragraph
1, while having a responsibility for the accuracy of the information and its update.
Information shall be submitted in line with the requirements of Commission Imple-
menting Regulation (EU) 2019/410 of 29 November 2018 laying down implementing
technical standards with regard to the details and structure of the information to be
notified, in the field of payment services, by competent authorities to the European
Banking Authority pursuant to Directive (EU) 2015/2366 of the European Parliament
and of the Council (OJ, L 73/20 of 15 March 2019).

Section II

Activities Related to Payment Services

Additional Activities

Article 20. (1) Apart from the payment services referred to in Article 4, payment
institutions shall be entitled to engage in the following activities:

1. provision of operational and ancillary services closely related to payment servic-
es, such as: ensuring the execution of payment transactions, foreign exchange services,
safekeeping activities, storage and processing of data;

2. operation of payment systems with the exception of payment systems ensuring
settlement finality within the meaning of Directive 98/26/EC of the European Parlia-
ment and of the Council of 19 May 1998 on settlement finality in payment and security
systems amended by Directive 2009/44/EC of the European Parliament and of the
Council of 6 May 2009 (OJ, L 146/37, 10 June 2009);

3. other business activity in compliance with the applicable legal requirements.
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(2) A payment institution which intends to engage in any of the activities referred
to in paragraph 1 shall, before commencing the respective activity, notify in writing
the BNB thereof, providing information on the manner of conducting it.

(3) Where a payment institution in addition to the payment services referred to in
Article 4 conducts other business activities, the BNB may require the establishment
of a separate entity for the payment services business, where, at BNB’s opinion, the
other business activities impair or are likely to impair either the financial stability of
the payment institution or the ability of the BNB as a supervisory authority to moni-
tor the payment institution’s compliance with all requirements laid down in this Law.

(4) Where an account information service provider in addition to the payment
services referred to in Article 4, item 8 conducts other business activities, which im-
pair or are likely to impair the ability of the BNB as a supervisory authority to monitor
compliance with all requirements laid down in this Law, paragraph 3 shall apply.

Granting of Credit

Article 21. (1) Payment institutions may grant credit related to payment services
referred to in Article 4, items 4 or 5, only if the following conditions are concurrently
met:

1. (amended; Darjaven Vestnik, issue 45 of 2022) the credit shall be ancillary and
granted only in connection with the execution of a payment transaction;

2. the credit granted in connection with a payment transaction shall be repaid
within a period no longer than 12 months;

3. (amended; Darjaven Vestnik, issue 45 of 2022) such credit shall not be granted
from the funds received or held by the payment institution for the purpose of execut-
ing a payment transaction;

4. the own funds of the payment institution shall at all times and to the satisfaction
of the BNB be appropriate in view of the overall amount of the credit granted.

(2) A payment institution which intends to grant credit under paragraph 1 shall,
before granting credit, notify in writing the BNB thereof, by providing information on
the manner of conducting this activity.

(3) Where any of the conditions referred to in paragraph 1 is not in place, the BNB
may prohibit granting of credit to the payment institution pending the rectification
of the irregularity.

(4) When granting credit to users, the Law on Consumer Credit shall apply.

Section I1I
Requirements for the Business of Payment Institutions

Payment Accounts with Payment Institutions

Article 22. (1) Payment institutions may hold payment accounts used exclusively
for payment transactions.
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(2) Payment institutions may receive funds from payment service users with a view
to the provision of payment services only.

(3) Any funds received by payment institutions from payment service users with a
view to the provision of payment services shall not constitute a deposit or other repay-
able funds within the meaning of the Law on Credit Institutions, or electronic money
within the meaning of Article 34, paragraph 1.

(4) No interest shall be negotiated in favour of the payment service user on funds
held in payment accounts with payment institutions.

Safeguarding Measures

Article 23. (1) The funds received from payment service users or through another
payment service provider for payment transactions shall not be commingled and shall
be accounted separately in a safeguard account at any time, with the funds of any
natural person or legal entity other than payment service users or with the own funds.

(2) A safeguard account shall be a separate account with a bank licensed in a
Member State of the European Union, in which payment institutions shall deposit
any funds received by payment services users or through another payment service
provider for execution of payment transactions that are not yet delivered to the payee
or transferred to another payment service provider by the end of the business day fol-
lowing the day when the funds have been received. Funds on safeguard accounts may
not be subject to distraint or foreclosure by a payment institution in respect of persons
other than payment service users.

(3) When instituting bankruptcy proceedings for a payment institution, the funds
received from payment service users or through another payment service provider for
execution of payment transactions shall not be included in the bankruptcy estate and
shall be returned by the assignee in bankruptcy proportionally to the funds received
from payment service users.

(4) (amended; Darjaven Vestnik, issue 13 of 2020) Where a portion of the funds
received by the payment institution is to be used for future payment transactions with
the remaining amount to be used for non-payment services, that portion of the funds
to be used for future payment transactions shall also be subject to the requirements
under paragraphs 1 and 2. Where this portion is variable or not known in advance,
payment institutions shall apply the measures under paragraphs 1 and 2 on the basis of
a representative portion assumed to be used for future payment transactions provided
such a representative portion can be reasonably estimated on the basis of historical
data.

(5) (new — Darjaven Vestnik, issue 66 of 2023, effective as of 1 January 2024) A
payment institution with which a contract has been concluded under Article 209a,
paragraph 9 of the Law on Corporate Income Taxation, shall maintain in a separate
safeguard account for which paragraphs 1-3 apply, the funds of an electronic meal
voucher operator intended for payment transactions with these vouchers.
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(6) (new — Darjaven Vestnik, issue 13 of 2020, effective as of 14 February 2020,
former paragraph 5 — Darjaven Vestnik;, issue 66 of 2023) The Bulgarian National Bank
shall issue an ordinance on the enforcement of this Article.

Accounting

Article 24. (1) Payment institutions shall provide the BNB with financial state-
ments reflecting their financial situation both separately and in consolidated form.

(2) The Bulgarian National Bank shall issue an ordinance on the implementation
of paragraph 1.

(3) Payment services providers shall keep all appropriate accounting and other
information and records regarding the payment services they provided, including any
contracts concluded and any additional services provided, for at least five years, unless
a longer period is provided by law.

Auditors

Article 25. (1) Payment institutions’ annual financial statements shall be subject to
an independent audit by an audit firm which is a registered auditor under the provi-
sions of the Law on Independent Financial Audit and which has experience related to at
least one performed and completed audit engagement of an undertaking of public in-
terest under § 1, item 22 (a—g) of the Additional Provisions of the Law on Accountancy.

(2) In his report, the auditor shall provide his opinion on the fair presentation of
the financial and property condition of the payment institution and its financial result.

(3) (repealed; Darjaven Vestnik, issue 13 of 2020)

(4) The persons holding material interest in the payment institution other than
payment services users, or are employees or agents of the payment institution, may not
be selected as its auditors or take part in the audit of such an institution.

(5) The payment institution shall select the auditor referred to in paragraph 1 for
a period in accordance with the requirements of the Law on Independent Financial
Audit. For the selection purposes the auditor shall submit a declaration to certify com-
pliance with the requirements of Article 1.

(6) An audit firm on which punitive sanctions have been imposed during the past
three years under Article 110, paragraph 1 of the Law on Independent Financial Audit,
may not be the auditor of a payment institution.

Auditors’ Obligations

Article 26. (1) Auditors shall forthwith notify the BNB in writing of any circum-
stances that became known to them in the course of the check and which:

1. represent a breach of the laws, regulations and BNB’s official acts governing the
payment institution’s operation;

2. affect or might affect the normal operation of the payment institution;

3. result or might result in a situation where the payment institution will not be
able to settle its monetary liabilities;
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4. are grounds for auditor’s refusal to express an audit opinion, for expressing an
adverse or unqualified audit opinion;

5. are related to actions of an officer of the payment institution within the meaning
of § 1, paragraph 1, item 1 of the Additional Provisions of the Law on Credit Institu-
tions which cause or might cause material damages to the payment institution or its
customers;

6. are related to incorrect or incomplete data in the statements and reports submit-
ted by the payment institution to the BNB on a regular basis.

(2) Auditors of payment institutions shall be obliged, upon a written request by
the BNB, to submit the relevant documentation concerning the circumstances under
paragraph 1, as well as other information and documents obtained in the course of
the audit.

(3) Auditors shall not be held responsible for any breach of relevant legal or con-
tractual terms and conditions on confidentiality in the cases where they have provided
information to the BNB in good faith under the terms of this Law.

Access of Payment Institutions to Accounts with Banks

Article 27. Banks and bank branches operating on the territory of Bulgaria shall
open and hold payment accounts of payment institutions in an objective, proportion-
ate and non-discriminatory manner that does not prevent payment institutions from
providing payment services. In any case of refusal the bank shall submit to the BNB a
reasoned opinion.

Section IV
Use of Agents and Entities to Which Activities Are Outsourced

Agents on the Territory of the Republic of Bulgaria of a Payment
Institution Licensed by the BNB

(title amended; Darjaven Vestnik, issue 13 of 2020)

Article 28. (1) (amended; Darjaven Vestnik, issue 13 of 2020; amended; Darjaven
Vestnik, issue 12 of 2021) A payment institution licensed by the BNB may engage in
the business for which it was licensed on the territory of the Republic of Bulgaria di-
rectly or through an agent established in the territory of Bulgaria.

(2) An ‘agent’ is a merchant which acts on behalf of the payment institution li-
censed by the BNB in providing payment services.

(3) The payment institution shall submit an application to the BNB to enter
into the Register referred to in Article 19 its agents accompanied by all required
documentation.

(4) Within two months from receipt of the application or after receipt of the re-
quired documents and information if the application is not complete, the BNB shall
enter or shall refuse to enter the agent, notifying the payment institution thereof.
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(5) Agents may not start operation before they are registered.
(6) The Bulgarian National Bank shall issue an ordinance on the implementation
of this Article.

Registration and Deletion of Agents

Article 29. (1) (amended; Darjaven Vestnik, issue 13 of 2020) After checking the
information and documents under Article 28, paragraph 3 provided by the payment
institution, the BNB shall register agents in the register under Article 19.

(2) The Bulgarian National Bank may take further action to verify the information
provided in the documents referred to in Article 28, paragraph 3 in case this informa-
tion is incorrect.

(3) The Bulgarian National Bank shall refuse to register the agents if it finds that
the documents submitted:

1. contain incomplete or false information; or

2. do not comply with the requirements of this Law and its implementing
legislation.

(4) The Bulgarian National Bank shall delete from the register agents if they no
longer comply with the requirements of this Law and its implementing legislation
as well as where it has found that the registration was based on false information or
documents.

(5) The Bulgarian National Bank shall delete from the register agents on the basis
of an application in writing submitted by the payment institution not less than seven
days before the date of termination of operations.

(6) The payment institution shall inform the BNB without delay of any change in
the information or documents submitted in connection with the registration of agents.

Liability of the Payment Institution

Article 30. (1) The payment institution shall remain fully liable for any acts of its
employees, or any agent, branch or entity to which activities are outsourced.

(2) Agents or branches acting on behalf of the payment institution shall inform
payment service users of this fact.

(3) When an agent is deleted from the Register, the documents and funds in con-
nection with outstanding liabilities and unsettled relationships in the provision of pay-
ment services or additional activities shall be provided to the payment institution.

Requirements to the Use of Entities to Which Activities Are Outsourced

Article 31. (1) Where a payment institution intends to outsource operational func-
tions of payment services, it shall notify the BNB by providing information and docu-
ments concerning the entity to which activities have been outsourced (name, regis-
tered office and head office address and unique identification code, and in the case
of non-residents identification code or tax number issued by the relevant body in the
Member State in which it is established) as well as detailed description of the services
which the payment institution intends to outsource to it.
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(2) Outsourcing of important operational functions, including functions related to
information systems, may not be undertaken in such way as to impair materially the
quality of the payment institution’s internal control or the ability of the BNB to moni-
tor the payment institution’s compliance with all requirements laid down in this Law.

(3) An operational function shall be regarded as important if a defect or failure in
its performance would materially impair the continuing compliance of a payment in-
stitution with the requirements of this Law or its financial performance, or the sound-
ness or the continuity in providing payment services.

(4) When outsourcing important operational functions, the payment institutions
shall comply with the following conditions:

1. the outsourcing shall not result in the delegation of senior management func-
tions to third parties;

2. the relationship and obligations of the payment institution towards its payment
service users under this Law shall not be altered;

3. the conditions with which the payment institution is to comply in order to be
licensed and remain so shall not be undermined.

(5) Payment institutions shall take the appropriate steps to ensure compliance with
the requirements of this Law by persons entrusted with operational functions.

(6) The payment institutions shall without delay inform the BNB of any change
in the information or documents submitted in connection with the use of entities to
which activities are outsourced.

(7) (new; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank shall
issue an ordinance on enactment of this Article.

Section V

Right of Establishment and Freedom to Provide Services

Service Provision on the Territory of Another Member State Other
Than Its Home Member State by a Payment Institution Licensed in the
Republic of Bulgaria

Article 32. (1) (amended; Darjaven Vestnik, issue 12 of 2021) A payment insti-
tution licensed in the Republic of Bulgaria may provide the payment services it was
licensed for on the territory of another Member State through a branch, an agent
established in the territory of the Member State, or directly after notifying the BNB in
writing on its intention to operate in another Member State.

(2) With the notification referred to in paragraph 1, the payment institution shall
inform the BNB about:

1. the Member State on whose territory it intends to operate;

2. the method in which the payment institution shall operate: through a branch,
agent or directly;

3. the type of payment services to be provided on the territory of the other Member
State.



Law on Payment Services and Payment Systems 25

(3) (amended; Darjaven Vestnik, issue 12 of 2021) Where a payment institution
intends to provide payment services through a branch or agent established in the terri-
tory of another Member State, in addition to the information referred to in paragraph
2, it shall provide the BNB with information and documents about any branch or agent
as provided for in an ordinance of the BNB.

(4) Within one month of receipt of the notification referred to in Article 1 and,
where applicable, the documents under paragraph 3, the BNB shall send them to the
competent authorities of the host Member State.

(5) Upon receipt of notification from the competent authority of the host Member
State containing assessment of the information received, including concerning sus-
pected money laundering or terrorist financing in connection with the intended pro-
vision of payment services through an agent or a branch, the BNB shall take note of
the assessment of the competent authority. In case the BNB does not accept the assess-
ment, it shall notify the respective competent authority of the reasons for its decision.

(6) The Bulgarian National Bank may refuse to register the branch or the agent fol-
lowing assessment of the documents under paragraph 3 and the information contained
in the notifications referred to in paragraphs 1 and 5 accordingly.

(7) Within three months from receipt of the notification referred to in paragraph 1
and, where applicable, the documents referred to in paragraph 3, the BNB shall com-
municate its decision to the competent authorities of the host Member State and to the
payment institution.

(8) The payment institution shall notify the BNB of the date from which it com-
mences its activities through an agent or branch. The Bulgarian National Bank shall
inform the competent authorities of the host Member State accordingly.

(9) Upon entry in the register referred to in Article 19 by the BNB, the agent or the
branch may commence activities in the host Member State.

(10) The Bulgarian National Bank shall delete a registered agent or branch, where
the registration was based on false information and documents, where serious breaches
have been identified in the agent’s or branch’s activity, as well as where the payment
institution states in writing to the BNB that it wishes to terminate the activity con-
ducted through the respective agent or branch. The Bulgarian National Bank may also
delete a registered agent or branch after assessment of the information contained in the
notification referred to in paragraph 5.

(11) The payment institutions shall without delay inform the BNB of any change
in the information under paragraph 2 and, where applicable, the documents under
paragraph 3.

(12) In connection with its supervisory powers, the BNB shall cooperate with the
competent authorities of the host Member State when the payment institution licensed
in the Republic of Bulgaria operates through a branch, agent, or directly on the terri-
tory of this Member State.

(13) The Bulgarian National Bank shall exchange with the competent authorities
of the host Member State information and documents required for the exercising of
supervisory functions, including information on breaches and suspected breaches by
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any branch, agent or entity to which activities have been outsourced by a payment
institution licensed to operate in the Republic of Bulgaria, as well as any other mate-
rial information required by the competent authorities of the host Member State or
provided to them on BNB’s initiative.

(14) The Bulgarian National Bank may carry out on-site inspections at the pay-
ment institution licensed by it providing payment services in another Member State,
after notifying in advance the relevant competent authorities of the respective Member
State. The Bulgarian National Bank may delegate to the competent authorities of the
host Member State the task of carrying out on-site inspections of the payment institu-
tion licensed by the BNB and operating in the respective Member State.

(15) Where the BNB receives referral from a competent authority of the host Mem-
ber State to a violation made by a payment institution licensed by the BNB, operat-
ing through an agent or branch on its territory, of the national legislation of the host
Member State, transposing Titles II, III and IV of Directive (EU) 2015/2366 of the
European Parliament and of the Council of 25 November 2015 on payment services
in the internal market, amending Directives 2002/65/EC, 2009/110/EC and 2013/36/
EU and Regulation (EU) No 1093/2010, and repealing Directive 2007/64/EC (O], L
337/35, 23.12.2015), hereinafter Directive (EU) 2015/2366, and considers that the re-
ferral is justified, it shall take the necessary measures to ensure that the payment in-
stitution ceases the violation. The Bulgarian National Bank shall promptly inform the
competent authority of the host Member State and, where applicable, the competent
authorities of any other Member State concerned of the measures it has taken.

(16) An account information service provider registered by the BNB may operate
on the territory of another Member State as set forth in this Article.

Operation of a Payment Institution Licensed in Another Member State
on the Territory of the Republic of Bulgaria

Article 33. (1) Upon receipt of notification from a competent authority of a Mem-
ber State of payment institution intention to operate through a branch, agent or di-
rectly, on the territory of the Republic of Bulgaria, the BNB shall make an assessment
of the documents and information sent with the notification, including where there
are justified doubts that this payment institution will use the branch or the agent on
the territory of the Republic of Bulgaria for money laundering or terrorist financing.
Within one month of receipt of the notification the BNB shall forward to the compe-
tent authority of the home Member State the results of the assessment.

(2) A payment institution licensed in another Member State may provide on the
territory of the Republic of Bulgaria the payment services it was licensed for through a
branch, agent, or directly, after the BNB is notified by the competent authority which
has granted the license, of its decision to enter the respective branch or agent in its
register, as well as of the date from which the respective branch or agent intends to
commence service provision. The agent or the branch may commence service provi-
sion on the territory of the Republic of Bulgaria after being entered in the register of
the home Member State.
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(3) The Bulgarian National Bank shall cooperate with the competent authorities
of the home Member State when the payment institution licensed by these competent
authorities operates through a branch, agent, or directly on the territory of the Repub-
lic of Bulgaria.

(4) The Bulgarian National Bank shall exchange with the competent authorities
of the home Member State information and documents required for the exercising of
supervisory functions on the payment institution licensed by them, including infor-
mation on breaches and suspected breaches by any branch, agent or entity to which
activities have been outsourced, as well as any other material information required by
the competent authorities of the home Member State or provided to them on BNB’s
initiative.

(5) The competent authorities of the home Member State may, upon prior no-
tification to the BNB, carry out on-site inspections of the payment institution they
licensed that is operating on the territory of the Republic of Bulgaria. The Bulgarian
National Bank may, when delegated by the competent authorities of the home Mem-
ber State carry out on-site inspections of the payment institution licensed in another
Member State and operating in the Republic of Bulgaria.

(6) The Bulgarian National Bank may require payment institutions which provide
payment services on the territory of the Republic of Bulgaria through a branch or
agent, to submit, for the purposes of the payment supervision and for statistical pur-
poses, information on their activities.

(7) Payment institutions operating on the territory of the Republic of Bulgaria
through an agent shall establish a central contact point in the cases and under the
terms provided for in a BNB ordinance. The Bulgarian National Bank may require the
central contact point to submit information on the payment institution operating on
the territory of the Republic of Bulgaria through an agent for the purposes of the pay-
ment supervision and for statistical purposes.

(8) The Bulgarian National Bank shall inform the competent authorities of the
home Member State where a payment institution operating on the territory of the
Republic of Bulgaria through a branch or agent is in breach of any of the provisions of
Chapters Two, Four or Five of this Law.

(9) Where a branch or agent of a payment institution, licensed in another Member
State, is in breach of any of the provisions of Chapters Four or Five of this Law, the
BNB shall take the necessary measures to ensure that the branch or the agent con-
cerned discontinue to the breach.

(10) In emergency situations, where immediate action is necessary to address a
serious threat to the interests of the payment service users in the Republic of Bulgaria,
the BNB may take supervisory measures as provided for in Article 169 and Article 170,
paragraph 1, items 2—4 towards a payment institution operating on the territory of the
Republic of Bulgaria. The supervisory measures shall be appropriate and proportion-
ate and shall not result in a preference for payment service users in the Republic of
Bulgaria over other payment service users of the same payment institution in other
Member States.
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(11) The measures referred to in paragraph 10 shall be terminated when the pay-
ment institution takes action to address serious threats identified, including with the
assistance of or in cooperation with the home Member State’s competent authorities
or with EBA.

(12) The Bulgarian National Bank shall inform, where possible in advance, the
competent authority of the home Member State, EBA and the European Commis-
sion on the supervisory measures imposed in compliance with paragraph 10, and the
reasons thereof.

(13) An account information service provider registered in another Member State
may operate on the territory of the Republic of Bulgaria as set forth in this Article.

Chapter Three
ELECTRONIC MONEY

Section I
General Provisions
Electronic Money and Electronic Money Issuer

Article 34. (1) Electronic money is electronically, including magnetically, stored
monetary value as represented by a claim on the issuer which is issued on receipt of
funds for the purpose of making payment transactions, and which is accepted by a
natural person or legal entity other than the electronic money issuer.

(2) Electronic money issuers within the meaning of this Law shall be:

1. banks within the meaning of Article 2 of the Law on Credit Institutions;

2. electronic money institutions licensed according to this Law;

3. the European Central Bank and the national central banks of the Member States,
when not acting in their capacity as monetary authority or other public authorities;

(3) Persons who are not electronic money issuers shall not issue electronic money,
with the exception of the cases provided for in paragraph 5.

(4) Electronic money, to which remote access is provided by the issuer with the
purpose of executing payment transactions, shall be kept on an electronic money ac-
count. The electronic money account shall be a payment account on which electronic
money shall be kept.

(5) The provisions of this Chapter shall not be applicable to:

1. monetary value stored on instruments specified in Article 2, paragraph 1,
item 11.

2. monetary value used for payment transactions referred to in Article 2, para-
graph 1, item 12.

Issuance and Redeemability

Article 35. (1) Electronic money issuers shall issue electronic money at par value
on the receipt of funds.
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(2) Electronic money issuers shall redeem, at any time and at par value, the mon-
etary value of the electronic money held.

(3) The contract between the electronic money issuer and the electronic money
holder shall clearly and prominently state the conditions of redemption, including any
fees relating thereto and in the case of issuance of electronic money, to which remote
access is provided by a prepaid card, the terms and conditions for using the card by the
payment service user who shall be entitled to use the payment instrument, whereby
the electronic money holder shall be informed of those conditions before being bound
by any contract or offer.

(4) Redemption may be subject to a fee only if stated in the contract in accordance
with paragraph 3 and only in any of the following cases:

1. where redemption is requested before the termination of the contract;

2. where the contract provides for a termination date and the electronic money
holder terminates the contract before that date;

3. where redemption is requested more than one year after the date of termination
of the contract.

(5) The fee under paragraph 4 shall be proportionate and commensurate with the
actual costs incurred by the electronic money issuer.

(6) Where redemption is requested before the termination of the contract, the elec-
tronic money holder may request redemption of the electronic money in whole or in
part.

(7) Where redemption is requested by the electronic money holder on or up to one
year after the date of the termination of the contract, the electronic money institution
may:

1. redeem the total monetary value of the electronic money held, or

2. redeem all funds requested by the electronic money holder where the electronic
money institution carries out another activity within the meaning of Article 42, para-
graph 1, item 5 and it is unknown in advance what proportion of funds is to be used
as electronic money.

(8) Notwithstanding paragraphs 5, 6 and 7, redemption rights of a person, other
than a consumer, who accepts electronic money, shall be subject to the contractual
agreement between the electronic money issuer and that person.

Section II
Licensing
Electronic Money Institution

Article 36. (1) An electronic money institution is a legal entity that has been li-
censed under this Section to issue electronic money.

(2) An entity that intends to issue electronic money as an electronic money institu-
tion shall be licensed to perform activities as an electronic money institution prior to
commencing issuing electronic money.
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Requirements for Granting, Refusal to Grant and Withdrawal of a
License, and Termination of Operation

Article 37. (1) The Bulgarian National Bank shall grant a license for conducting
activity as an electronic money institution where the registered office of the applicant
is in the Republic of Bulgaria.

(2) (amended; Darjaven Vestnik, issue 45 of 2022) The provisions of Articles
10-13, Articles 15-17 and Article 19, paragraphs 2 and 5 shall apply to the conditions
for granting, refusal to grant, withdrawal of a license, transformation and termination
of operation. A takeover of an electronic money institution by a bank shall be effected
under the procedure of the Law on Credit Institutions.

(3) The license for conducting activity as a payment institution, if such has been
granted to the applicant, shall be cancelled upon granting a license for conducting
activity as an electronic money institution.

(4) In case the applicant intends to continue providing payment services as an ad-
ditional activity under Article 42, it shall notify the BNB thereof with the application
for carrying out activities as an electronic money institution.

(5) The documents required for granting a license of an electronic money institu-
tion shall be laid down in an Ordinance of the BNB.

Initial Capital
Article 38. As of the time of obtaining the license the electronic money institu-

tion shall hold initial capital, comprised of one or more of the items referred to in
Article 26(1)(a) to (e) of Regulation (EU) No 575/2013, of not less than BGN 700,000.

Own Funds

Article 39. (1) (amended; Darjaven Vestnik, issue 13 of 2020) The electronic money
institution’s own funds may not fall below the amount required under paragraphs 2—6
or Article 38, whichever the higher. The electronic money institution shall prepare and
submit to the BNB reports on the amount of its own funds.

(2) With regard to the activities referred to in Article 42, paragraph 1, item 1, that
are not linked to the issuance of electronic money, the own funds requirements of an
electronic money institution shall be calculated in accordance with Article 9, para-
graphs 1 and 2.

(3) With regard to the activity of issuing electronic money, the own funds require-
ments of an electronic money institution shall amount to at least 2 per cent of the
average outstanding electronic money issued by it.

(4) Average outstanding electronic money shall mean the average total amount of
financial liabilities related to electronic money in issue at the end of each calendar day
over the preceding six calendar months, calculated on the first calendar day of each
calendar month and applied for that calendar month.

(5) The electronic money institution shall at all times hold own funds that are at
least equal to the sum of the requirements referred to in the paragraphs 2 and 3.
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(6) (amended; Darjaven Vestnik, issue 45 of 2022) On the basis of an evaluation of
the risk-management processes, based on the risk loss databases and internal control
mechanisms of the electronic money institution, the BNB may require the electronic
money institution to hold an amount of own funds which is up to 20 per cent higher
than the amount which would result from the application of the relevant method in
accordance with paragraph 5, or permit the electronic money institution to hold an
amount of own funds which is up to 20 per cent lower than the amount which would
result from the application of the relevant method in accordance with paragraph 5.

(7) The Bulgarian National Bank shall issue an ordinance on the implementation
of this Section.

Section II1
Requirements to the Activity
Prohibition for Taking Deposits and Interest Accrual

Article 40. (1) The electronic money institution shall not take deposits or other
repayable funds within the meaning of the Law on Credit Institutions.

(2) The funds received by the electronic money institution from the electronic
money holder shall be exchanged for electronic money without delay. Such funds shall
not constitute either a deposit, or other repayable funds within the meaning of the Law
on Credit Institutions.

(3) The electronic money issuer shall not accrue interest or any other benefit relat-
ed to the length of time during which an electronic money holder holds the electronic
money.

(4) For the accounting and the electronic money institution auditors Articles 24,
25 and 26, paragraph 1 shall be applicable respectively.

Safeguarding Measures

Article 41. (1) The electronic money institution shall apply to the funds received
in exchange for issued electronic money the safeguarding measures referred to in
Article 23.

(2) Funds received in the form of payment by payment instrument shall not be
subject to the safeguarding measures under paragraph 1 until they are credited to the
electronic money institution’s payment account or are otherwise made available to the
electronic money institution in accordance with the execution time requirements laid
down in Article 87, paragraph 2. In any event, such funds shall be safeguarded by no
later than five business days after the issuance of the electronic money.

(3) The electronic money institution shall inform the BNB in advance for any sig-
nificant change in the measures taken to safeguard funds received in exchange for
issued electronic money.

(4) (new — Darjaven Vestnik, issue 66 of 2023, effective as of 1 January 2024) The
electronic money institution with which the contract under Article 209a, paragraph
9 of the Law on Corporate Income Taxation has been concluded, shall maintain in a
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separate safeguard account for which Article 23, paragraphs 1-3 apply, respectively,
the funds of an electronic meal voucher operator intended for payment transactions
with these vouchers.

Additional Activities

Article 42. (1) In addition to issuing electronic money, electronic money institu-
tions shall be entitled to engage in any of the following activities:

1. provision of payment services under Article 4;

2. granting of credit related to payment services referred to in Article 4, item 4 or
5, where the conditions laid down in Article 21 are met;

3. provision of operational services and closely related ancillary services in respect
of issuing electronic money or to the provision of payment services referred to in
item 1;

4. operation of payment systems with the exception of payment systems ensuring
settlement finality as defined in Directive 98/26/EC, without prejudice to Articles 125
and 126;

5. other activity having regard to the applicable legal requirements.

(2) An electronic money institution which intends to engage in any of the activi-
ties referred to in paragraph 1 shall, before commencing the respective activity, notify
the BNB thereof, and where it intends to provide payment services, it shall submit
information on the respective type of payment services and the manner of provision
thereof, as well as professional indemnity insurance or any other comparable guaran-
tee against liability for the services referred to in paragraph 4, items 7 and 8.

(3) The credit referred to in paragraph 1, item 2 shall not be granted from the
funds received in exchange of electronic money and held in accordance with Article 40.

(4) For the funds received to provide payment services under Article 4, excluding
the activity of electronic money issuance, Articles 22 and 23 shall apply.

(5) Where the electronic money institution carries out business activities other
than electronic money issuance and payment services provision, the BNB may require
to separate the activity of electronic money issuance and/or payment services provi-
sion in a single institution, if, in the BNB estimate, the other activity affects or may af-
fect the financial stability of the electronic money institution or the ability of the BNB
as a supervisory body to verify the compliance with this Law.

Agents, Branches and Entities to Which Activities Are Outsourced

Article 43. (1) Electronic money institutions shall not issue electronic money
through agents.

(2) The electronic money institution may distribute and redeem electronic money
through a business agent acting under the electronic money institution’s name.

(3) (amended; Darjaven Vestnik, issue 12 of 2021) For the agents of the electronic
money institution Articles 28-30 shall apply accordingly and for the entities to which
activities are outsourced Articles 30 and 31.
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(4) (amended; Darjaven Vestnik, issue 12 of 2021) Electronic money institution
may provide payment services through an agent if the conditions of Articles 28-30,
or assign the performance of operational functions related to payment services if the
conditions of Articles 30 and 31 are met accordingly.

(5) Electronic money institution licensed in the Republic of Bulgaria may pursue its
business directly or through a branch in another Member State as set out in Article 32.
Electronic money institution licensed in another Member State may pursue its busi-
ness directly or through a branch in the Republic of Bulgaria as set out in Article 33.

(6) (amended; Darjaven Vestnik, issue 12 of 2021) Electronic money institution
licensed in the Republic of Bulgaria may distribute and redeem electronic money in
another Member State through an agent established in the territory of the Member
State as set out in Article 32. Electronic money institution licensed in another Member
State may distribute and redeem electronic money in the Republic of Bulgaria through
an agent as set out in Article 33.

(7) (amended; Darjaven Vestnik, issue 12 of 2021) Electronic money institution
licensed in the Republic of Bulgaria may provide payment services in another Member
State through an agent established in the territory of the Member State as set out in Ar-
ticle 32. Electronic money institution licensed in another Member State may provide
payment services in the Republic of Bulgaria through an agent as set out in Article 33.

(8) In the cases referred to in Article 37, paragraph 3 the BNB shall send to the
competent authorities of the host Member State information on the changes that have
occurred.

Qualifying Holdings

Article 44. The provisions of Article 14 shall apply to the conditions for acquisition,

transfer or reduction of a qualifying holding of an electronic money institution.

Acquisition of Three or More Than Three Per Cent of Shares/Units or
Voting Rights Attached to Shares/Units

(new; Darjaven Vestnik, issue 13 of 2020)

Article 44a. (new; Darjaven Vestnik, issue 13 of 2020) The provisions of Article 14a
shall apply accordingly to the conditions for acquisition of three or more than three per
cent of shares/units or voting rights attached to shares/units in an electronic money
institution.

Access of Electronic Money Institutions to Accounts with Banks

Article 45. Banks and bank branches operating on the territory of Bulgaria shall
open and hold payment accounts of electronic money institutions in an objective,
proportionate and non-discriminatory manner that does not prevent payment institu-
tions from providing payment services. In any case of refusal the bank shall submit to
the BNB a reasoned opinion.
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Chapter Four

INFORMATION REQUIREMENTS WHEN PROVIDING
PAYMENT SERVICES

Section I
General Provisions
Scope of Application

Article 46. (1) The provisions of this Chapter shall apply to single payment trans-
actions, framework contracts and payment transactions covered by them.

(2) The requirements of this Chapter shall apply to payment transactions in a cur-
rency of a Member State where both the payer’s payment service provider and the
payee’s payment service provider are or the sole payment service provider in the pay-
ment transaction is located in the European Union.

(3) The requirements under this Chapter, except for Article 54, paragraph 1,
item 2, Article 60, item 2(e) and Article 64, item 1, shall apply to payment transac-
tions in a currency other than the currency of a Member State where both the payer’s
payment service provider and the payee’s payment service provider are, or the sole
payment service provider in the payment transaction is, located within the European
Union, in respect to those parts of the payment transaction which are carried out in
the European Union.

(4) The requirements under this Chapter, except for Article 54, paragraph 1,
item 2, Article 60, item 2(e), Article 60, item 5(g) and Article 64, item 1 shall apply to
payment transactions in all currencies where only one of the payment service provid-
ers is located within the European Union, in respect to those parts of the payment
transaction which are carried out in the European Union.

(5) When the payment service user is not a consumer, the parties to a payment
transaction may agree that the requirements of this Chapter shall not apply in whole
or 1n part.

Obligation to Provide Information

Article 47. (1) Payment service providers shall make available the brochure of the
European Commission on consumer rights in relation to the use of payment servic-
es in an easily accessible manner on their websites, if existing, and on paper at their
branches, agents and the entities to which their activities are outsourced.

(2) The Bulgarian National Bank shall publish at its website the brochure under
paragraph 1.

(3) In respect of persons with disabilities, the information referred to in para-
graph 1 shall be provided in a comprehensible manner and in accessible form.
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Derogation from Information Requirements for Low-value Payment
Instruments and Electronic Money

Article 48. For payment instruments and electronic money which, according to the
framework contract, concern only individual payment transactions that do not exceed
BGN 60 or its equivalent in foreign currency, or have a spending limit of BGN 300 or
its equivalent in foreign currency, or store funds that do not at any time exceed BGN
300 or its equivalent in foreign currency, the following may be agreed:

1. the payment service provider shall have no obligation to provide information
referred to in Articles 60, 61 and 64 and provide the payer only with information on
the main characteristics of the payment service, including the way in which the pay-
ment instrument can be used, liability, charges levied and other material information
needed to take an informed decision, as well as an indication of where any other infor-
mation under Article 60 is made available;

2. the payment service provider shall not be required to propose changes in the
conditions of the framework contract in the same way as provided for in Article 62;

3. after the execution of a payment transaction, the payment service provider shall
not be required to provide information referred to in Articles 65 and 66:

a) the payment service provider shall provide or make available only a reference
enabling the payment service user to identify the payment transaction, the amount of
the payment transaction, any charges and/or, in the case of several payment transac-
tions of the same kind made to the same payee, information on the total amount and
charges for those payment transactions;

b) the payment service provider shall not be obliged to provide or make available
the information referred to in (a) if he is not technically in a position to provide it.
In this case, the payment service provider shall provide the payer with a possibility to
verify the amount of funds stored.

Charges for Provision of Information

Article 49. (1) The payment service provider shall not charge the payment service
user for providing information under this Chapter.

(2) The parties to a payment service provision contract may agree on charges for
additional information or information provided more frequently than established in
this Law, or transmission by means of communication other than those specified in
the framework contract provided at the payment service user’s request. In such cases,
the payment service provider may impose charges for information that are appropriate
and in line with the payment service provider’s actual costs.

Currency and Currency Exchange

Article 50. (1) Payments shall be made in the currency agreed between the parties.
(2) Where a currency conversion service is offered at automated teller machines, at
the point of sale or by the payee, prior to the initiation of the payment transaction, the
party offering the currency conversion service to the payer shall disclose to the payer
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all charges and commissions, as well as the exchange rate to be used in the currency
conversion.

(3) The payer shall agree to the currency conversion service on the basis of the
information referred to in paragraph 2.

(4) (new; Darjaven Vestnik, issue 13 of 2020) Currency of a payment transaction
shall be the currency in which the payer has ordered or given his consent for the pay-
ment transaction to be executed.

Information about Charges Payable for the Use of Payment Instruments

Article 51. (1) Where, for the use of a given payment instrument, the payee re-
quests a charge or offers a reduction, the payee shall inform the payer thereof prior to
the initiation of the payment transaction.

(2) Where, for the use of a given payment instrument, the payment service pro-
vider or a third party involved in the transaction requests a charge, it shall inform the
payment service user thereof prior to the initiation of the payment transaction.

(3) The payer shall pay the charges under paragraphs 1 and 2 only if it has been
informed of their full amount prior to the initiation of the payment transaction.

Burden of Proof on Provision of information

Article 52. The burden of proof shall lie with the payment service provider to prove
that it has complied with the information requirements set out in this Chapter.

Section II

Single Payment Transactions

Scope

Article 53. (1) This Section shall apply to single payment transactions not covered
by a framework contract.

(2) When a payment order for a single payment transaction is transmitted by a
payment instrument covered by a framework contract, the payment service provider
shall not be obliged to provide or make available information which is already given to
the payment service user by another payment service provider or which will be given
to him according to that framework contract.

Prior Information

Article 54. (1) Before the payment service user is bound by any single payment
service contract or offer, the payment service provider, in an easily accessible manner,
provides the payment service user with or makes available to the payment service user
the following prior information with regard to the offered services:

1. the type and characteristics of the information or unique identifier or other in-
formation that has to be provided by the payment service user in order for a payment
order to be properly initiated or executed;

2. the maximum execution time for service to be provided;
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3. all charges and commissions payable by the payment service user to the payment
service provider and, where applicable, the breakdown of the type and amounts of any
charges;

4. where applicable, the actual or reference exchange rate to be applied to the pay-
ment transaction;

5. in the case of money remittance, the time limit after which funds that have not
been collected by the payee shall be returned to the payer; this limit may not exceed
seven days of the date of the remittance order.

(2) In addition to the information under paragraph 1, payment initiation service
providers shall, prior to initiation, provide the payer with, or make available to the
payer, the following information:

1. the name, registered office and head office address of the payment initiation
service provider and, where applicable, the geographical address of its agent or branch
established in the Member State where the payment service is offered, and any other
contact details, including electronic mail address, relevant for communication with the
payment initiation service provider;

2. contact details of the competent authority.

(3) The information under paragraphs 1 and 2 shall be given in easily understand-
able words and in a clear and comprehensible form, in an official language of the Mem-
ber State where the payment service is offered or in any other language agreed between
the parties.

(4) At the payment service user’s request, the payment service provider shall
provide the information under paragraphs 1 and 2 on paper or on another durable
medium.

(5) If the single payment service contract has been concluded at the request of the
payment service user using a means of distance communication which does not enable
the payment service provider to comply with paragraphs 1 and 2, the payment service
provider shall fulfil its obligations immediately after the execution of the payment
transaction.

(6) The payment service provider’s obligations under paragraphs 1 and 2 may also
be discharged by supplying a copy of the draft single payment service contract or the
draft payment order including the information specified in paragraph 1 and the re-
quirements in paragraph 3 have been complied with.

(7) Where applicable, depending on the specifics of the payment transaction, the
payment service provider shall provide the payment service user, in an easily acces-
sible manner, any other information referred to in Article 60, which is relevant to the
payment transaction.

Information Provided to the Payer and Payee after Submission of a
Payment Order through a Payment Initiation Service Provider

Article 55. In addition to the information under Article 54, where a payment order
is initiated through a payment initiation service provider, the payment initiation ser-
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vice provider shall, immediately after initiation, provide or make available to the payer
and, where applicable, to the payee the following information:

1. confirmation of the successful initiation of the payment to the payment service
provider servicing the payer’s account;

2. the reference number of the payment transaction and, where appropriate, in-
formation about the payer and any other information transferred with the payment
transaction;

3. the amount of the payment transaction;

4. where applicable, the amount of any charges payable to the payment initiation
service provider for the transaction, and, where applicable, breakdown of the type and
amount of such charges.

Information Provided to the Payment Service Provider Servicing
the Payer’s Account in Payment Initiation Services

Article 56. Where a payment order is initiated through a payment initiation ser-
vice provider, it shall make available to the payer’s account servicing payment service
provider the reference number of the payment transaction.

Information Provided to the Payer after Receipt of the Payment Order

Article 57. (1) Immediately after receipt of the payment order, the payer’s payment
service provider shall provide or make available to the payer, in an easily accessible
manner, the following information with regard to the offered services:

1. the reference number of the payment transaction and, where appropriate, the
information relating to the payee;

2. the amount of the payment transaction in the currency used in the payment
order;

3. all charges and commissions payable by the payer for the payment transactions
and, where applicable, the breakdown of their type and amount;

4. where applicable, the exchange rate used in the payment transaction by the
payer’s payment service provider or a reference thereto when different from the rate
provided in accordance with Article 54, paragraph 1, item 4 and the amount of the
payment transaction after that currency conversion;

5. the date of receipt of the payment order.

(2) The requirements of Article 54, paragraphs 3 and 4 shall apply to the informa-
tion referred to in paragraph 1.

Information Provided to the Payee after Execution of the Payment Order

Article 58. (1) Immediately after the execution of the payment transaction, the
payee’s payment service provider shall provide or make available to the payee, in an
easily accessible manner, the following information with regard to the offered services:

1. the reference number of the payment transaction and, where appropriate, in-
formation about the payer and any other information transferred with the payment
transaction;
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2. the amount of the payment transaction in the currency in which the funds are
at the payee’s disposal;

3. the amount of all charges and commissions payable by the payee for the payment
transactions and, where applicable, the breakdown of their type and amount;

4. where applicable, the exchange rate used in the payment transaction by the pay-
ee’s payment service provider, and the amount of the payment transaction before that
currency conversion;

5. the credit value date for the payee’s account.

(2) The requirements of Article 54, paragraphs 3 and 4 shall apply to the informa-
tion referred to in paragraph 1.

Section III

Framework Contracts

Scope

Article 59. (1) This Section applies to payment transactions covered by a frame-
work contract.

(2) ‘Framework contract’ shall mean a payment service contract which governs
the future execution of individual and successive payment transactions and specifies
the obligations and conditions for opening and keeping a payment account, and which
contains at least the prior information under Article 60.

Prior Information

Article 60. In good time before the payment service user is bound by any frame-
work contract or offer, the payment service provider shall provide the payment service
user with the following prior information about:

1. the payment service provider:

a) the name, registered office and head office address of the payment service pro-
vider, and where applicable, the geographical address of its agent or branch established
in the Member State where the payment service is offered, and any other address, in-
cluding electronic mail address relevant for communication with the payment service
provider;

b) the particulars of the relevant supervisory authority and of the register with the
competent authority in which the payment service provider is listed and the registra-
tion number, or equivalent means of identification in the Unified Identification Code
(UIC);

2. the payment services:

a) a description of the payment services to be provided;

b) the type and characteristics of the information or unique identifier to be provid-
ed by the payment service user in order for a payment order to be properly executed;

¢) the form of and procedure for giving consent to execute a payment transaction
and withdrawal of such consent;



40 Law on Payment Services and Payment Systems

d) a reference to the point in time of receipt of a payment order as defined in Arti-
cle 83 and the cut-off time, if any, established by the payment service provider;

e) the maximum execution time for the payment services to be provided;

f) whether there is a possibility to agree on spending limits for the use of the pay-
ment instruments;

g) the payment service user’s rights under Article 8 of Regulation (EU) 2015/751
of the European Parliament and of the Council of 29 April 2015 on interchange fees
for card-based payment transactions (O] L 123/1 of 19 May 2015) hereinafter re-
ferred to as Regulation (EU) 2015/751 in the case of co-badged, card-based payment
instruments;

3. charges, commissions, interest and exchange rates related to the provided pay-
ment services:

a) all charges and commissions payable by the payment service user to the payment
service provider including those connected to the manner in and frequency with which
information under this Law is provided or made available and, where applicable, the
breakdown of the type and amount of such charges;

b) where applicable, the interest and exchange rates to be applied, and if reference
interest or exchange rates are to be used, the method of calculating the actual inter-
est, and the relevant date and index or base for determining such reference interest or
exchange rate;

c) if agreed, the immediate application of changes in reference interest or ex-
change rate and information requirements related to the changes in accordance with
Article 62;

4. the procedure for communication between parties to the contract:

a) where applicable, the means of communication, including the technical require-
ments for the payment service user’s equipment and software agreed between the par-
ties for the transmission of information or notifications under this Law;

b) the manner in and frequency with which information under this Law is to be
provided or made available to the payment service user;

c) the language or languages in which the framework contract will be concluded
and communication during this contractual relationship undertaken;

d) the payment service user’s right to receive at any time the contractual terms of
the framework contract in accordance with Article 61;

5. safeguard measures:

a) a description of steps that the payment service user is to take in order to keep
safe a payment instrument and how to notify the payment service provider in cases of
loss, theft or misappropriation of a payment instrument pursuant to Article 75, item 2;

b) a procedure under which the payment service provider notifies, in a secure
manner, the payment service user in the case of suspicion or presence of fraud or
security threat;

c) if agreed, the conditions under which the payment service provider reserves the
right to block a particular payment instrument in accordance with Article 74;
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d) the liability of the payer in accordance with Article 80, including information
on the relevant amount;

e) how and within what period of time the payment service user is to notify the
payment service provider of any unauthorised or incorrectly executed payment trans-
action in accordance with Article 77, as well as the payment service provider’s liability
for unauthorised payment transactions in accordance with Article 79;

f) (amended; Darjaven Vestnik, issue 13 of 2020) the liability of the payment ser-
vice provider for the execution of payment transactions in accordance with Article 91,
Article 92, Article 93, paragraph 1 and Article 94;

g) the conditions for refund in accordance with Article 82;

6. changes in and termination of the framework contract:

a) if agreed, information that the payment service user will be deemed to have ac-
cepted changes in the conditions of the framework contract unless he notifies the pay-
ment service provider that he does not accept them before the date of their proposed
date of entry into force;

b) the duration of the contract;

¢) reference to the right of the payment service user to terminate the framework
contract and any agreements relating to it in accordance with Article 63;

7. redress:

a) any contractual clause on the law applicable to the framework contract and/or
the competent courts;

b) alternative dispute resolution procedures available to the payment service user.

Manner of Information Provision

Article 61. (1) The information referred to in Article 60 shall be given in easily
understandable words and in a clear and comprehensible form, in an official language
of the Member State where the payment service is offered or in any other language
agreed between the parties.

(2) Where the framework contract has been concluded at the request of the pay-
ment service user using a means of distance communication which does not enable
the payment service provider to comply with Article 60, the payment service provider
shall fulfil its obligations under that paragraph immediately after the conclusion of the
framework contract.

(3) The payment service provider’s obligations under Article 60 may also be dis-
charged by supplying a copy of the draft framework contract if it contains all the in-
formation specified in Article 60 and the requirements in paragraph 2 have been com-
plied with.

(4) At any time during the contractual relationship, the payment service user shall
have a right to receive, on request, the contractual terms of the framework contract, as
well as the prior information under Article 60 on paper or on another durable medium.
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Changes in the Framework Contract

Article 62. (1) Any changes in the framework contract, including those concern-
ing the prior information under Article 60, shall be provided in advance in the way as
provided for in Article 61, paragraph 1 by the payment service provider to the payment
service user no later than two months before their proposed date of application.

(2) The payment service user can either accept or reject the changes before the date
of their proposed date of entry into force.

(3) Where applicable, together with the notification under paragraph 1, the pay-
ment service provider shall inform the payment service user that the latter is to be
deemed to have accepted these changes if he does not notify the payment service pro-
vider that he does not accept them before the proposed date of their entry into force.
In these cases, the payment service provider shall also specify that the payment service
user has the right to terminate at any time the framework contract without any cost or
charge before the date of the proposed application of the changes.

(4) Changes in the interest and exchange rates may be applied immediately and
without notice under paragraph 1, provided that such a possibility is agreed upon in
the framework contract and that the changes are based on the reference interest or
reference exchange rates agreed and the possibility for immediate application of these
changes was included in the prior information referred to in Article 60.

(5) In the cases referred to in paragraph 4, the payment service user shall be in-
formed of any change in the interest rate at the earliest opportunity on paper or on
another durable medium, unless the parties have agreed on a specific frequency or
manner in which the information is to be provided or made available.

(6) Changes in interest rates, exchange rates or charges and commission fees pay-
able which are more favourable to the payment service users may be applied without
prior notice.

(7) Changes in the interest rates or exchange rates used in payment transactions
shall be implemented and calculated in a neutral manner that does not discriminate
against payment service users.

(8) The scope of provided payment services may be expanded by mutual consent
of the parties, with the time limit referred to in paragraph 1 not applied.

(9) The provision under Article 147b of the Law on Consumer Protection con-
cerning changes in the general terms and conditions shall not apply to changes in
framework contracts made under the conditions and procedure referred to in this
Article.

Termination

Article 63. (1) The payment service user may terminate the framework contract at
any time, unless the parties have agreed on a period of notice, which may not be longer
than one month.
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(2) In case of termination of a framework contract which has been in force for
more than six months, the payment service user shall not be charged any charges or
penalties for the termination.

(3) In all other cases other than those provided under paragraph 2, charges or pen-
alties for the termination of the framework contract shall be appropriate and in line
with the actual costs of the payment service provider.

(4) Where agreed in the framework contract, the payment service provider may
terminate a framework contract concluded for an indefinite period by giving at least
two-month notice. The notice is provided to the payment service user on paper or on
another durable medium.

(5) Upon termination of a framework contract, charges for payment services levied
on a regular basis shall be payable by the payment service user only proportionally up
to the termination of the contract. Where such charges are paid in advance, they shall
be reimbursed proportionally.

(6) Paragraphs 1-5 shall not apply where the framework contract was terminated
due to any of the parties’ being in default.

Information before Execution of Individual Payment Transactions

Article 64. In the cases of an individual payment transaction under a framework
contract initiated by the payer, a payment service provider shall, at the payer’s request
for this specific payment transaction, provide explicit information on:

1. the maximum execution time;

2. all charges and commissions payable by the payer and, where applicable, the
breakdown of their type and amount.

Information Provided to the Payer on Individual Payment Transactions
under a Framework Contract

Article 65. (1) After the amount of an individual payment transaction under a
framework contract is debited from the payer’s account or, where the payer does not
use a payment account, after the receipt of the payment order, the payer’s payment ser-
vice provider shall provide the payer without undue delay on paper or another durable
medium the following information:

1. the reference number of the payment transaction and, where appropriate, infor-
mation relating to the payee;

2. the amount of the payment transaction in the currency in which the payer’s pay-
ment account is debited or in the currency used for the payment order;

3. all charges and interest payable by the payer for the payment transactions and the
breakdown of the amounts and types of any charges;

4. the exchange rate used by the payment service provider for the payment transac-
tion and the amount of the payment transaction after that currency conversion;

5. the debit value date or the date of receipt of the payment order.
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(2) A framework contract shall include a clause that the information referred to
in paragraph 1 is to be provided or made available to the user at least once a month,
free of charge and in an agreed manner which allows the payer to store and reproduce
information unchanged.

Information Provided to the Payee on Individual Payment Transactions
under a Framework Contract

Article 66. (1) After the execution of an individual payment transaction under
a framework contract, the payee’s payment service provider shall provide the payee
without undue delay on paper or another durable medium the following information:

1. the reference number and information about the payer and any other informa-
tion transferred with the payment transaction;

2. the amount of the payment transaction in the currency in which the payee’s pay-
ment account is credited;

3. all charges and interest payable by the payee for the payment transactions and
the breakdown of their amounts and types;

4. the exchange rate used in the payment transaction by the payee’s payment service
provider, and the amount of the payment transaction before that currency conversion;

5. the credit value date for the payee’s account.

(2) A framework contract shall include a clause that the information referred to
in paragraph 1 is to be provided or made available to the user at least once a month,
free of charge and in an agreed manner which allows the payee to store and reproduce
information unchanged.

Chapter Five

RIGHTS AND OBLIGATIONS IN RELATION TO THE
PROVISION AND USE OF PAYMENT SERVICES

Section I

General Provisions

Scope

Article 67. (1) The requirements of this Chapter shall apply to payment transac-
tions in a currency of a Member State where both the payer’s payment service provider
and the payee’s payment service provider are or the sole payment service provider in
the payment transaction is located in the European Union.

(2) The requirements under this Chapter, except for Articles 86—88, shall apply to
payment transactions in a currency other than the currency of a Member State where
both the payer’s payment service provider and the payee’s payment service provider
are, or the sole payment service provider in the payment transaction is, located within
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the European Union, in respect to those parts of the payment transaction which are
carried out in the European Union.

(3) The requirements under this Chapter, except for Article 68, paragraphs 2 and
4, Articles 82, 86, Article 87, paragraph 2, Articles 91, 92, Article 93, paragraph 1 and
Article 95 shall apply to payment transactions in all currencies where only one of the
payment service providers is located within the European Union, in respect to those
parts of the payment transaction which are carried out in the European Union.

(4) (amended; Darjaven Vestnik, issue 13 of 2020) When the payment service user
is not a consumer, the payment service user and payment service provider may agree
that Article 68, paragraph 1, Article 70, paragraphs 4 and 5, Articles 78, 80, Article 82,
paragraphs 2 and 3, Articles 85, 91, 92, Article 93, paragraph 1 and Article 94 shall not
apply in their relationships. They may also agree on a time period other than that laid
down in Article 77.

(5) (amended; Darjaven Vestnik, issue 37 of 2019; amended; Darjaven Vestnik, is-
sue 13 0f 2020) The Bulgarian National Bank shall establish in an ordinance the proce-
dure, terms and conditions for execution of payment transactions and use of payment
instruments. The ordinance shall establish the procedure for exemption of an account
servicing payment service provider from having to maintain a fallback mechanism
and from having to apply strong customer authentication in compliance with Com-
mission Delegated Regulation (EU) 2018/389 of 27 November 2017 supplementing
Directive (EU) 2015/2366 of the European Parliament and of the Council with regard
to regulatory technical standards for strong customer authentication and common and
secure open standards of communication (O], L 69/23 of 13 March 2018), hereinafter
referred to as Delegated Regulation (EU) 2018/389. The ordinance shall also establish
the procedure for handling complaints by the BNB, as well as by a payment service
provider within the framework of the procedure under Article 174.

Charges Applicable

Article 68. (1) The payment service provider may not charge the payment service
user for fulfillment of its information obligations or corrective and preventive meas-
ures, unless otherwise specified in this Chapter. If charges are to be levied, those shall
be agreed between the payment service user and the payment service provider and
shall be appropriate and in line with the payment service provider’s actual costs.

(2) For payment transactions performed on the territory of the European Union,
where both the payer’s and the payee’s payment service providers are, or the sole pay-
ment service provider in the payment transaction is, located therein, the payee pays the
charges levied by his payment service provider, and the payer pays the charges levied
by his payment service provider.

(3) The payment service provider shall not prevent the payee from requesting from
the payer a charge, offering him a reduction or otherwise steering him towards the use
of a given payment instrument, with any charges applied not exceeding the direct costs
borne by the payee for the use of this payment instrument.
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(4) The payee may not request from the payer to pay charges for the use of card-
based payment instruments and for payment services to which Regulation (EU)
No 260/2012 of the European Parliament and of the Council of 14 March 2012 es-
tablishing technical and business requirements for credit transfers and direct debits
in euro and amending Regulation (EC) No 924/2009 (O], L 94/22 of 30 March 2012),
hereinafter referred to as Regulation (EC) No 260/2012, applies.

(5) Services supporting technically the execution of a payment transaction, includ-
ing the relevant communication services used for exchange of financial messages in a
standardised format, shall be included in the fee charged for the respective payment
transaction.

(6) (amended; Darjaven Vestnik, issue 13 of 2020) The payment service provider
shall charge the payment service user equal fees for cross-border payments in euro
within the EU and for national payments in levs which are of equal value and the same
value date and have identical characteristics in terms of initiating, executing and clos-
ing the payment.

Derogation for Low Value Payment Instruments and Electronic Money

Article 69. (1) For payment instruments and electronic money which, according to
the framework contract, solely concern individual payment transactions not exceed-
ing BGN 60 or its equivalent in foreign currency, or which either have a spending limit
of BGN 300 or its equivalent in foreign currency, or store funds which do not exceed
BGN 300 at any time or its equivalent in foreign currency, the payment service provid-
ers may agree on the following with payment service users:

1. Article 75, item 2, Article 76, paragraph 1, items 4—6 and Article 80, paragraphs 5
and 6 do not apply if the payment instrument does not allow its blocking or prevention
of its further use;

2. Articles 78 and 79, and Article 80, paragraphs 1,2, 3, 5 and 6 do not apply if the
payment service provider is not in a position for other reasons which are intrinsic to
the payment instrument to prove that a payment transaction was authorised;

3. by way of derogation from Article 84, paragraphs 1, 2 and 3, the payment service
provider is not required to notify the payment service user of the refusal of a payment
order, if the non-execution is apparent from the context;

4. the payer may not revoke the payment order after transmitting the payment
order or giving his consent to execute the payment transaction to the payee;

5. by way of derogation from Article 87, paragraphs 2—7, other execution periods
apply.

(2) Articles 79 and 80 shall apply also to electronic money except where the payer’s
payment service provider does not have the ability to freeze the payment account on
which the electronic money is stored or block the payment instrument.

(3) The requirements of Regulation (EU) 2015/847 of the European Parliament
and of the Council of 20 May 2015 on information accompanying transfers of funds
and repealing Regulation (EC) No 1781/2006, hereinafter referred to as Regulation
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(EU) 2015/847, may not apply to transfers of funds up to BGN 300 within the territory
of the country to a payment account permitting payment exclusively for the provision
of goods or services where all of the following conditions are met:

1. the payee’s payment service provider is subject to the Law on the Measures
against Money Laundering; and

2. the payee’s payment service provider is able to trace back, through the payee, by
means of a unique transaction identifier within the meaning of Article 3, item 11 of
Regulation (EU) 2015/847, the transfer of funds from the person who has an agree-
ment with the payee for the provision of goods or services.

Unique Identifier of a Payment Account
(new; Darjaven Vestnik, issue 13 of 2020)

Article 69a. (new; Darjaven Vestnik, issue 13 of 2020) Payment service providers
shall assign an International Bank Account Number (IBAN) to payment accounts held
by them in accordance with the requirements laid down by an ordinance of the BNB,
where these accounts may be used for the execution of credit transfer transactions or
direct debit transactions to and from a payment account with another payment service
provider.

Section II

Authorisation of Payment

Consent and Withdrawal of Consent

Article 70. (1) A payment transaction is considered to be authorised only if the
payer has given consent to execute the payment transaction. In the absence of such
consent, a payment transaction shall be considered to be unauthorised.

(2) A payment transaction may be authorised by the payer prior to or, if agreed
between the payer and his payment service provider, after the execution of the pay-
ment transaction.

(3) Consent to execute a payment transaction or a series of payment transactions
shall be given in accordance with the procedure and in a manner agreed between the
payer and the relevant payment service provider(s). Consent to execute a payment
transaction may also be given via the payee or the payment initiation service provider.

(4) The order or consent of the payer for the execution of a payment transaction
may be withdrawn by the payer at any time, but no later than the point in time of ir-
revocability under Article 85.

(5) Consent to execute a series of payment transactions may also be withdrawn
with the effect that any future payment transaction is to be considered as unauthorised.

Confirmation on the Availability of Funds

Article 71. (1) The account servicing payment service provider shall, upon the
request of a payment service provider issuing card-based payment instruments, im-
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mediately confirm whether an amount necessary for the execution of a card-based
payment transaction is available on the payment account of the payer, provided that
all of the following conditions are met:

1. the payment account of the payer is accessible online at the time of the request;

2. the payer has given explicit consent to the account servicing payment service
provider to respond to requests from a specific payment service provider to confirm
that the amount corresponding to a certain card-based payment transaction is avail-
able on the payer’s payment account;

3. the consent referred to in item 2 has been given before the first request for con-
firmation is made.

(2) The payment service provider issuing payment instruments may request con-
firmation under paragraph 1 provided that all of the following conditions are met:

1. the payer has given explicit consent to the payment service provider to request
such confirmation;

2. the payer has initiated the card-based payment transaction by using a card-based
payment instrument issued by the payment service provider; and

3. the payment service provider issuing payment instruments authenticates itself
towards the account servicing payment service provider before each confirmation re-
quest, and securely communicates with the account servicing payment service pro-
vider in accordance with the requirements specified in a delegated act adopted by the
European Commission under Article 98, paragraph 4 of Directive (EU) 2015/2366.

(3) The confirmation under paragraph 1 shall only constitute a positive or negative
answer without presenting any statements of accounts. The confirmation shall not be
stored or used for purposes other than for the execution of the card-based payment
transaction.

(4) The confirmation under paragraph 1 shall not allow the account servicing pay-
ment service provider to block funds on the payer’s payment account.

(5) The account servicing payment service provider shall, upon the request of the
payer, make available to him identification details of the payment service provider is-
suing payment instruments and the answer given under paragraph 3.

(6) Paragraphs 1-5 shall not apply to payment transactions initiated through card-
based payment instruments on which electronic money is stored.

Access to a Payment Account in the Case of Payment Initiation Services

Article 72. (1) The payment initiation service provider may provide services under
Article 4, item 7 to the payer only if the payment account is accessible online.

(2) When the payer has given consent under Article 70 for a payment to be execut-
ed, the account servicing payment service provider shall, in accordance with its obliga-
tions under paragraph 4, ensure the payer’s right to use the payment initiation service.

(3) The payment initiation service provider shall:

1. not hold at any time the payer’s funds in connection with the provision of the
payment initiation service;
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2. ensure that the personalised security credentials of the payment service user are
not accessible to other entities and that they are transmitted by the payment initiation
service provider through safe and efficient channels;

3. ensure that any other information about the payment service user, obtained
when providing payment initiation services, is only provided to the payee and only
with the payment service user’s explicit consent;

4. when providing payment initiation services, authenticate itself towards the ac-
count servicing payment service provider and securely communicate with him, the
payer and the payee in accordance with the requirements specified in a delegated act
adopted by the European Commission under Article 98, paragraph 4 of Directive (EU)
2015/2366;

5. not store sensitive payment data of the payment service user;

6. not request from the payment service user any data other than those necessary
to provide the payment initiation service;

7. not use, process or store any data for purposes other than for the provision of the
payment initiation service as explicitly requested by the payer;

8. not modify the amount, the payee or any other information related to the pay-
ment transaction.

(4) The account servicing payment service provider shall:

1. communicate securely with payment initiation service providers in accordance
with the requirements specified in a delegated act adopted by the European Commis-
sion under Article 98, paragraph 4 of Directive (EU) 2015/2366;

2. immediately after receipt of the payment order from a payment initiation service
provider, provide or make available all information on the initiation of the payment
transaction and all information accessible to him regarding the execution of the pay-
ment transaction to the payment initiation service provider;

3. to apply uniform conditions to payment orders transmitted through the services
of a payment initiation service provider and payment orders transmitted directly by
the payer in terms of timing, priority or charges without any discrimination other than
for objective reasons.

(5) The provision of payment initiation services shall not be dependent on the ex-
istence of a contractual relationship between the payment initiation service providers
and the account servicing payment service providers for that purpose.

Access to and Use of Payment Account Information in the Case of
Account Information Services

Article 73. (1) The payment service user may use the services under Article 4,
item 8 only if the payment account is accessible online.

(2) The account information service provider shall:

1. provide the services only with the payment service user’s explicit consent;

2. ensure that the personalised security credentials of the payment service user are
not, with the exception of the user and the issuer of the personalised security creden-
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tials, accessible to other entities and that when they are transmitted by the account
information service provider, this is done through safe and efficient channels;

3. when communicating, authenticate itself towards the account servicing payment
service provider and securely communicate with him and the payment service user in
accordance with the requirements specified in a delegated act adopted by the European
Commission under Article 98, paragraph 4 of Directive (EU) 2015/2366;

4. use only the information from designated payment accounts and associated pay-
ment transactions;

5. not request sensitive payment data linked to the payment accounts;

6. not use, process or store any data for purposes other than for the provision of
the account information service as explicitly requested by the payment service user;

(3) With regard to the payment account, the account servicing payment service
provider shall:

1. communicate securely with the account information service provider in accord-
ance with the requirements specified in a delegated act adopted by the European Com-
mission under Article 98, paragraph 4 of Directive (EU) 2015/2366; and

2. apply uniform conditions to data requests transmitted through the services of an
account information service provider and those transmitted directly to him without
any discrimination for other than objective reasons.

(4) The provision of the account information service shall not be dependent on
the existence of a contractual relationship between the account information service
providers and the account servicing payment service providers for that purpose.

Limits of the Use of a Payment Instrument and of the Access to Payment
Accounts by Payment Service Providers

Article 74. (1) In cases where a specific payment instrument is used for the pur-
poses of giving consent, the payer and his payment service provider may agree on
spending limits for payment transactions executed through that payment instrument.

(2) If agreed in the framework contract, the payment service provider may reserve
the right to block a payment instrument for objectively justified reasons related to:

1. the security of the payment instrument;

2. the suspicion of unauthorised use of the payment instrument;

3. fraudulent use of the payment instrument;

4. in the case of a payment instrument with a credit line, a significantly increased
risk that the payer may be unable to fulfil his liability to pay.

(3) In the cases referred to in paragraph 2, the payment service provider shall in-
form the payer of the blocking of the payment instrument and the reasons for it, where
possible, before the payment instrument is blocked and at the latest immediately there-
after, unless giving such information would compromise objectively justified security
reasons or is prohibited by other relevant legislation.

(4) The payment service provider shall unblock the payment instrument or replace
it with a new payment instrument once the reasons for blocking no longer exist.
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(5) An account servicing payment service provider may deny an account informa-
tion service provider or a payment initiation service provider access to a payment ac-
count for objectively justified and duly evidenced reasons relating to unauthorised or
fraudulent access to the payment account by that account information service provider
or that payment initiation service provider, including the unauthorised or fraudulent
initiation of a payment transaction.

(6) In the cases referred to in paragraph 5, the account servicing payment service
provider shall inform the payer that access to the payment account is denied and the
reasons therefor in the form agreed, where possible, before access is denied and at the
latest immediately thereafter, unless giving such information would compromise ob-
jectively justified security reasons or is prohibited by other relevant legislation.

(7) The account servicing payment service provider shall allow access to the pay-
ment account once the reasons for denying access under paragraph 5 no longer exist.

(8) The account servicing payment service provider shall immediately inform
the BNB of the circumstances under paragraph 5 relating to the account informa-
tion service provider or the payment initiation service provider and provide relevant
data. The Bulgarian National Bank may take actions after consideration of particular
circumstances.

Obligations of the Payment Service User in Relation to Payment
Instruments and Personalised Security Credentials

Article 75. The payment service user entitled to use a payment instrument shall
have the following obligations:

1. to use the payment instrument in accordance with the terms governing the issue
and use of the payment instrument, which must be objective, non-discriminatory and
proportionate;

2. to notify the payment service provider, or the entity specified by the latter, with-
out undue delay on becoming aware of loss, theft or misappropriation of the payment
instrument or of its unauthorised use;

3. as soon as he receives a payment instrument, take all reasonable steps to keep
its personalised security credentials safe, including by not recording any information
thereof on the payment instrument and not storing such information together with
the payment instrument.

Obligations of the Payment Service Provider in Relation to Payment
Instruments

Article 76. (1) The payment service provider issuing a payment instrument shall
have the following obligations:

1. to ensure that the personalised security credentials of the payment instrument
are not accessible to parties other than the payment service user entitled to use the
payment instrument, without prejudice to the obligations on the payment service user
under Article 75;
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2. to refrain from sending an unsolicited payment instrument, except where a pay-
ment instrument already given to the payment service user is to be replaced;

3. to store for no less than five years any information which allows tracing the
transactions executed with the payment instrument;

4. to ensure that appropriate means are available at any time to enable the pay-
ment service user to make a notification under Article 75, item 2, and on request for
unblocking under Article 74, paragraph 4 within the working time;

5. on request, the payment service provider shall provide the payment service user
with the means to prove, for 18 months after the notification under Article 75, item 2,
that he made such notification;

6. provide the payment service user with an option to make a notification under
Article 75, item 2 free of charge and to charge, if at all, only replacement costs directly
attributed to the payment instrument;

7. to prevent without delay any use of the payment instrument once the notifica-
tion under Article 75, item 2 has been made.

8. to ensure that the requirements under Chapter Four and this Chapter are applied
to the payment service user entitled to use the payment instrument.

(2) The payment service provider shall bear the risk of misuse in sending a pay-
ment instrument to the payer or of sending any personalised security credentials of the
payment instrument.

Notification and Rectification of Unauthorised or Incorrectly Executed
Payment Transactions

Article 77. (1) The payment service user shall obtain rectification of an unauthor-
ised or incorrectly executed payment transaction from the payment service provider
only if the payment service user notifies the payment service provider without undue
delay on becoming aware of any such transaction giving rise to a claim, including that
within the meaning of Articles 91, 92 and Article 93, paragraph 1, but no later than 13
months after the debit date.

(2) It shall be deemed that the payment service user has become aware of an unau-
thorised or incorrectly executed payment transaction not later than upon receipt of the
information under Article 57, paragraph 1 or Article 65, paragraph 1.

(3) The time limit referred to in paragraph 1 shall not apply when the payment
service provider failed to fulfil its obligation to provide information on the payment
transaction in accordance with Chapter Four.

(4) Where a payment initiation service provider is involved, the rectification under
paragraph 1 shall be made by the account servicing payment service provider.

Evidence on Authentication and Execution of Payment Transactions

Article 78. (1) Where a payment service user denies having authorised an executed
payment transaction or claims that the payment transaction was not correctly ex-
ecuted, it is for his payment service provider to prove that the payment transaction
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was authenticated, accurately recorded, entered in the accounts and not affected by a
technical breakdown or some other deficiency in the payment service provided.

(2) If the payment transaction is initiated through a payment initiation service
provider, the burden shall be on the payment initiation service provider to prove that
within its sphere of competence, the payment transaction was authenticated, accu-
rately recorded and not affected by a technical breakdown or other deficiency linked
to the payment service of which it is in charge.

(3) Authentication shall be a procedure which allows the payment service provider
to verify the proper use of a specific payment instrument, including its personalised
security credentials. The use of a specific payment instrument shall be established in
the rules and procedures of the payment service provider in charge for execution of the
relevant payment transaction.

(4) Where a payment service user denies having authorised an executed payment
transaction, the use of a payment instrument recorded by the payment service pro-
vider, including, where appropriate, the payment initiation service provider shall in
itself not necessarily be sufficient to prove either that the payment transaction was
authorised by the payer or that the payer acted fraudulently or failed with intent or
gross negligence to fulfil one or more of his obligations under Article 75. The payment
service provider, including, where appropriate, the payment initiation service provider
shall provide supporting evidence to prove fraud or gross negligence on the part of the
payment service user.

Payment Service Provider’s Liability for Unauthorised Payment
Transactions

Article 79. (1) In the case of an unauthorised payment transaction, the payer’s
payment service provider shall refund the payer the amount of the unauthorised pay-
ment transaction immediately, and in any event no later than by the end of the fol-
lowing business day, after noting or being notified of the transaction, except where
the payer’s payment service provider has reasonable grounds for suspecting fraud and
communicates those grounds to the relevant competent authority. Where applicable,
the payer’s payment service provider shall restore the payer’s payment account to the
state in which it would have been had the unauthorised payment transaction not taken
place. The credit value date for the payer’s payment account shall be no later than the
date on which the account was debited with the amount of the unauthorised payment
transaction.

(2) Where the payment transaction is initiated through a payment initiation ser-
vice provider, the account servicing payment service provider shall refund immediate-
ly, and in any event no later than by the end of the following business day the amount
of the unauthorised payment transaction and, where applicable, restore the debited
payment account to the state in which it would have been had the unauthorised pay-
ment transaction not taken place.
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(3) If the payment initiation service provider is liable for the unauthorised pay-
ment transaction, it shall immediately compensate the account servicing payment ser-
vice provider at its request for the losses incurred or sums paid as a result of the refund
to the payer, including the amount of the unauthorised payment transaction.

(4) The burden under Article 78, paragraph 2 shall be on the payment initiation
service provider to prove that within its sphere of competence the payment transaction
was authenticated, accurately recorded and not affected by a technical breakdown or
other deficiency linked to the payment service of which the payment initiation service
provider is in charge.

(5) Paragraphs 1-4 shall apply also to electronic money except where the payer’s
payment service provider does not have the ability to freeze the payment account on
which the electronic money is stored or block the payment instrument.

Payer’s Liability for Unauthorised Payment Transactions

Article 80. (1) By way of derogation from Article 79, the payer shall bear the losses
relating to any unauthorised payment transactions resulting from the use of a lost, sto-
len or misappropriated payment instrument up to a maximum amount agreed upon
between the payment service provider and the user but not more than BGN 100.

(2) Paragraph 1 shall not apply in cases of:

1. the loss, theft or misappropriation of a payment instrument was not detectable
to the payer prior to a payment, except where the payer has acted fraudulently; or

2. the loss was caused by acts or lack of action of an employee, agent or branch of a
payment service provider or of an entity to which its activities were outsourced.

(3) The payer shall bear all the losses relating to any unauthorised payment trans-
actions if he incurred them by acting fraudulently or by failing to fulfil one or more of
his obligations under Article 75 with intent or gross negligence. In these cases the payer
shall bear the losses irrespective of their amount.

(4) Where the payer’s payment service provider does not require strong customer
authentication, the payer shall not bear any financial losses unless the payer has acted
fraudulently. Where the payee or the payment service provider of the payee fails to ac-
cept strong customer authentication, it shall refund the financial damage caused to the
payer’s payment service provider.

(5) After notification in accordance with Article 75, item 2, the payer shall not bear
any financial consequences resulting from use of the lost, stolen or misappropriated
payment instrument, except where he has acted fraudulently.

(6) If the payment service provider does not provide appropriate means for the
notification at all times of a lost, stolen or misappropriated payment instrument, as
required under Article 76, paragraph 1, item 4, the payer shall not be liable for the
financial consequences resulting from use of that payment instrument, except where
he has acted fraudulently.
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(7) Paragraphs 1-6 shall apply also to electronic money except where the payer’s
payment service provider does not have the ability to freeze the payment account on
which the electronic money is stored or block the payment instrument.

Payment Transactions Where the Transaction Amount Is Not Known in
Advance

Article 81. (1) Where a payment transaction is initiated by or through the payee in
the context of a card-based payment transaction and the exact amount is not known
at the moment when the payer gives consent to execute the payment transaction, the
payer’s payment service provider may block funds on the payer’s payment account
only if the payer has given consent to the exact amount of the funds to be blocked.

(2) Upon receipt of the information about the exact amount of the payment trans-
action and at the latest immediately after receipt of the payment order, the payer’s
payment service provider shall release without delay the funds blocked on the payer’s
payment account under paragraph 1.

Refunds for Payment Transactions Initiated by or through a Payee

Article 82. (1) The payer is entitled to a refund from his payment service provider
of an authorised payment transaction initiated by or through a payee which has al-
ready been executed, if the following conditions are met:

1. the authorisation did not specify the exact amount of the payment transaction
when the authorisation was made; and

2. the amount of the payment transaction exceeded the amount the payer could
reasonably have expected taking into account his previous spending pattern, the con-
ditions in his framework contract and relevant circumstances of the case.

(2) The request for refund referred to in paragraph 1 shall be made by the payer
within 56 days from the date on which the funds were debited. At the payment service
provider’s request, the payer shall provide factual elements relating to the conditions
under paragraph 1.

(3) Within ten business days after receiving a request for a refund, the payment
service provider shall either refund the full amount of the payment transaction or
provide justification for refusing the refund, indicating the bodies to which the payer
may refer the matter if he does not accept the justification provided. In the cases under
paragraph 7, the provider may not refuse to refund the amount.

(4) The refund shall include the whole amount of the executed payment transac-
tion and the credit value date for the payer’s payment account shall be no later than the
date the amount had been debited.

(5) For the purposes of paragraph 1, item 2, the payer may not rely on currency
exchange reasons if the reference exchange rate agreed with his payment service pro-
vider was applied.

(6) It may be agreed in the framework contract between the payer and the payment
service provider that the payer has no right to a refund under paragraph 1 where he has
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given his consent to execute the payment transaction directly to his payment service
provider and, where applicable, information on the future payment transaction was
provided or made available in an agreed manner to the payer for at least 28 days before
the due date of the payment transaction.

(7) For direct debits as referred to in Article 1 of Regulation (EU) No 260/2012,
the payer has an unconditional right to a refund within the time limits laid down in
paragraphs 2 and 3.

Section III

Execution of Payment Transactions

Receipt of Payment Orders

Article 83. (1) The point in time of receipt is the time when the payment service
provider of the payer receives the payment order in accordance with the procedure and
manner of receipt of payment orders agreed between the parties. The payer’s account
shall not be debited before receipt of the payment order.

(2) If the point in time of receipt is not on a business day for the payer’s payment
service provider, the payment order shall be deemed to have been received on the fol-
lowing business day.

(3) The payment service provider may establish a cut-off time near the end of a
business day beyond which any payment order received shall be deemed to have been
received on the following business day.

(4) If the payment service user initiating a payment order and his payment service
provider agree that execution of the payment order shall start on a specific day or at the
end of a certain period or on the day on which the payer has set funds at his payment
service provider’s disposal, the point in time of receipt is deemed to be the agreed day.
If the agreed day is not a business day for the payment service provider, the payment
order received shall be deemed to have been received on the following business day.

Refusal of Payment Orders

Article 84. (1) Where the payment service provider refuses to execute a payment
order or refuses to initiate a payment transaction, the refusal and, if possible, the rea-
sons for it and the procedure for correcting any factual mistakes that led to the refusal
shall be notified to the payment service user, unless the provision of such information
is prohibited by other relevant EU legislation.

(2) The payment service provider shall provide or make available the notification
under paragraph 1 in an agreed manner at the earliest opportunity within the periods
specified in Article 87, paragraphs 2-8.

(3) The framework contract may include an option for the payment service pro-
vider to impose charges corresponding to its actual costs for such a notification if the
refusal is objectively justified.
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(4) In cases where all the conditions set out in the payer’s framework contract are
met, the payer’s payment service provider shall not refuse to execute an authorised
payment order irrespective of whether the payment order is initiated by a payer, in-
cluding through a payment initiation service provider, or by or through a payee, unless
prohibited by other relevant legislation.

(5) For the purposes of Article 87, paragraphs 2—6, Articles 91, 92 and Article 93,
paragraph 1, a payment order of which execution has been refused shall be deemed
not to have been received.

Irrevocability of a Payment Order

Article 85. (1) The payment service user may not revoke a payment order once it
has been received by the payer’s payment service provider.

(2) Where the payment transaction is initiated by a payment initiation service
provider or by or through the payee, the payer shall not revoke the payment order
after giving consent to the payment initiation service provider to initiate the payment
transaction or after giving consent to execute the payment transaction to the payee.

(3) In the cases under Article 83, paragraph 4, the payment service user may revoke
a payment order at the latest by the end of the business day preceding the day agreed
for debiting the funds.

(4) In the event of a direct debit, the payer also may revoke the payment order at the
latest by the end of the business day preceding the day agreed for debiting the accounts.

(5) After the time limits specified in paragraphs 1—4 but not later than upon cred-
iting the payee’s account, the payment order may be revoked only if agreed between
the payment service user and his payment service provider; in the cases specified in
paragraphs 2 and 4, the payee’s consent is required.

(6) If agreed in the framework contract, the payment service provider may charge
for revocation of a payment order.

Amounts Transferred and Amounts Received

Article 86. (1) The payment service provider(s) of the payer, the payment ser-
vice provider(s) of the payee and any intermediaries of the payment service providers
shall transfer the full amount of the payment transaction and refrain from deducting
charges from the amount transferred.

(2) No partial transfers are allowed for individual payment orders or direct debit
requests.

(3) The payee and his payment service provider may agree that the payment ser-
vice provider deduct its charges from the amount transferred before crediting it to the
payee. In such a case, the full amount of the payment transaction and charges shall be
separated in the information given to the payee.

(4) If any charges other than those referred to in paragraph 3 are deducted from
the amount transferred, the payment service provider of the payer shall ensure that the
payee receives the full amount of the payment transaction initiated by the payer, and
if the payment transaction is initiated by or through the payee, his payment service
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provider shall ensure that the full amount of the payment transaction is received by
the payee.

Section IV

Execution Time and Value Date

Execution Time of Payment Transactions in BGN, EUR and Payment
Transactions, Related to Only One Currency Conversion between the
Bulgarian Lev and the Euro

Article 87. (1) Execution time of payment transactions under this Article shall
apply to:

1. payment transactions in Bulgarian levs;

2. payment transactions in euro;

3. payment transactions involving only one currency conversion between the Bul-
garian lev and the euro, provided that the currency conversion is carried out in the
Republic of Bulgaria and, in the case of cross-border payment transactions where they
take place in euro.

(2) The payer’s payment service provider shall ensure that the amount of the pay-
ment transaction is credited to the payee’s payment service provider’s account at the
latest by the end of the next business day after the point in time of receipt of the pay-
ment order. This period may be extended by one more business day for initiated paper-
based payment transactions.

(3) ) When executing payment transactions in Bulgarian levs between payment
service providers participating in a payment system under Article 145 or a payment
system under Article 149, paragraph 2, the payment service provider of the payer
shall ensure that the amount of the payment transaction is credited to the account
of payee’s payment service provider on the same business day the payment order was
received.

(4) The payment service provider referred to in paragraph 3 shall inform the user
on the working hours in which it accepts payment orders for execution on the same
business day.

(5) The payment service provider of the payee shall indicate the value date and
make available the amount of the payment transaction to the payee’s payment ac-
count after the payment service provider has received the funds in accordance with
Article 89.

(6) The payee’s payment service provider shall transmit a payment order initiated
by or through the payee to the payer’s payment service provider within the time limits
agreed between the payee and his payment service provider, enabling settlement on
the agreed due date.

(7) Where the payee does not have a payment account with the payment service
provider, the funds shall be made available to the payee by the payment service provid-
er who receives the funds for the payee within the period specified in paragraphs 2—6.
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(8) Where cash is placed on a payment account by a consumer with that payment
service provider in the currency of that payment account, the payment service pro-
vider shall ensure that the amount is made available and value dated immediately after
the point of time of the receipt of the funds. Where the payment service user is not a
consumer, the amount shall be made available and the value dated no later than the
business day, following the day of the receipt of the funds.

Execution Time of Payment Transactions in Other Currency

Article 88. (1) In case of payment transactions other than those specified in Ar-
ticle 87, paragraph 1, the terms under Article 87 shall apply unless otherwise agreed
between the payment service user and his provider.

(2) In case of payment transactions within the European Union, the terms agreed
under paragraph 1 shall not exceed four business days after the receipt of the payment
order.

Credit Value Date and Debit Value Date of the Payment Account

Article 89. (1) The credit value date for the payee’s payment account shall be no
later than the business day on which the amount of the payment transaction is credited
to the payee’s payment service provider’s account.

(2) The payment service provider of the payee shall ensure that the amount of the
payment transaction is at the payee’s disposal immediately after that amount is cred-
ited to the payee’s payment service provider’s account where on the part of the payee’s
payment service provider, there is:

1. no currency conversion; or

2. a currency conversion between the euro and a Member State currency or be-
tween two Member State currencies.

(3) The obligation laid down in paragraph 2 shall also apply to payments within
one payment service provider.

(4) The debit value date for the payer’s payment account shall be no earlier than
the point in time at which the amount of the payment transaction is debited to that
payment account.

Section V
Liability
Incorrect Unique Identifier

Article 90. (1) If a payment order is executed in accordance with the unique identi-
fier, the payment order shall be deemed to have been executed correctly with regard to
the payee specified by the unique identifier.

(2) If the unique identifier provided by the payment service user is incorrect, the
payment service provider shall not be liable for non-execution or defective execution
of the payment transaction.
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(3) In case of non-execution of a payment transaction due to an incoherent unique
identifier, the payment service provider of the payer shall refund the amount of the
payment transaction on the next business day.

(4) In the cases of paragraphs 2 and 3, the payment service provider shall act in due
diligence and make efforts to refund the amount of the payment transaction. When
agreed in the framework contract, the payment service provider may charge for such
refund.

(5) The payee’s payment service provider shall cooperate in those efforts also by
communicating to the payer’s payment service provider all relevant information for
the refund.

(6) In the event that the refund under paragraph 4 is not possible, the payer’s pay-
ment service provider shall provide to the payer, upon written request, all information
which is available to the payer’s payment service provider and required for the refund
under the general procedure.

(7) If the payment service user provides information additional to that specified in
Article 54, paragraph 1, item 1 and Article 60, item 2(b), the payment service provider
shall be liable only for the execution of the payment transaction in accordance with the
unique identifier provided by the payment service user.

(8) The structure and application of International Bank Account Numbers
(IBANs) of the accounts kept by payment service providers shall be laid down in an
Ordinance of the BNB.

Non-execution, Defective or Late Execution of Payment Transactions
Initiated by the Payer

Article 91. (1) Where a payment order is initiated by the payer, his payment service
provider shall be liable to the payer for correct execution of the payment transac-
tion, unless he can prove to the payer or to the payee’s payment service provider that
the payee’s payment service provider received the amount of the payment transac-
tion in accordance with Article 87, paragraph 2, in which case, the payee’s payment
service provider shall be liable to the payee for the correct execution of the payment
transaction.

(2) Where the payer’s payment service provider is liable under paragraph 1, he
shall without undue delay refund to the payer the amount of the non-executed or
defective payment transaction and, where applicable, restore the debited payment ac-
count to the state in which it would have been had the defective payment transaction
not taken place. The credit value date for the payer’s payment account shall be no later
than the date on which the amount was debited.

(3) Where the payee’s payment service provider is liable under paragraph 1, he
shall immediately place the amount of the payment transaction at the payee’s disposal
and, where applicable, credit the corresponding amount to the payee’s payment ac-
count with a value date no later than the date on which the amount would have been
value dated, had the transaction been correctly executed in accordance with Article 89.
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(4) Where a payment transaction is executed late, the payee’s payment service
provider shall ensure, upon the request of the payer’s payment service provider acting
on behalf of the payer, that the credit value date for the payee’s payment account is no
later than the date the amount would have been value dated had the transaction been
executed without delay.

(5) In the case of a non-executed or defectively executed payment transaction
where the payment order is initiated by the payer, his payment service provider shall,
on request, act in due diligence to trace the payment transaction and notify the payer
of the outcome without requiring the payer to pay any charges.

Non-execution, Defective or Late Execution of Payment Transactions
Initiated by the Payee

Article 92. (1) Where a payment order is initiated by or through the payee, the
payee’s payment service provider shall be liable to the payee for correct transmission
of the payment order to the payment service provider of the payer in accordance with
Article 87, paragraph 6. Where the payee’s payment service provider is liable under
this paragraph, it shall immediately re-transmit the payment order in question to the
payment service provider of the payer. In the case of a late transmission of the payment
order, the amount shall be value dated on the payee’s payment account no later than
the date the amount would have been value dated had the transaction been executed
without delay.

(2) The payment service provider of the payee shall be liable to the payee for the
execution of the payment transaction in accordance with Article 89 and shall ensure
that the amount of the payment transaction is at the payee’s disposal immediately after
that amount is credited to the payee’s payment service provider’s account. The amount
shall be value dated on the payee’s payment account no later than the date the amount
would have been value dated had the transaction been correctly executed.

(3) (amended; Darjaven Vestnik, issue 13 of 2020) In the case of a non-executed or
defectively executed payment transaction for which the payee’s payment service pro-
vider is not liable under paragraph 1, first and second sentences, and paragraph 2, the
payer’s payment service provider shall be liable to the payer and shall without undue
delay restore the debited payment account to the state in which it would have been had
the defective payment transaction not taken place. The credit value date for the payer’s
payment account shall be no later than the date on which the amount was debited.

(4) Paragraph 3 shall not apply in the cases where the payer’s payment service pro-
vider proves that the payee’s payment service provider has received the amount of the
payment transaction, even if execution of the payment transaction is merely delayed.
If so, the payee’s payment service provider shall value date the amount on the payee’s
payment account no later than the date the amount would have been value dated had
it been executed correctly.

(5) In the case of a non-executed or defectively executed payment transaction
where the payment order is initiated by the payee, his payment service provider shall,
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on request, make immediate efforts in due diligence to trace the payment transaction
and notify the payee of the outcome, without requiring any charges thereof.

Liability for Refund of Charges and Interest

Article 93. (1) Payment service providers shall be liable to their respective payment
service users for any charges for which they are responsible, and for any interest to
which the payment service user is subject as a consequence of non-execution or defec-
tive execution, including late execution, of the payment transaction.

(2) Payment service users shall have the right to be compensated to the full amount
of any damages according to the applicable law agreed in the contract with the pay-
ment service provider.

Liability in the Case of Payment Initiation Services for Non-execution,
Defective or Late Execution of Payment Transactions

Article 94. (1) Where a payment order is initiated by the payer through a pay-
ment initiation service provider, the account servicing payment service provider shall
refund to the payer the amount of the non-executed or defective payment transaction
and, where applicable, restore the debited payment account to the state in which it
would have been had the defective payment transaction not taken place.

(2) The burden shall be on the payment initiation service provider to prove that the
payment order was received by the payer’s account servicing payment service provider
in accordance with Article 83 and that within its sphere of competence, the payment
transaction was authenticated, accurately recorded and not affected by a technical
breakdown or other deficiency linked to the non-execution, defective or late execu-
tion of the transaction.

(3) If the payment initiation service provider is liable for the non-execution, defec-
tive or late execution of the payment transaction, it shall immediately compensate the
account servicing payment service provider at its request for the losses incurred or
sums paid as a result of the refund to the payer.

Right of Recourse

Article 95. Where the payment service provider is liable, including because of
failure to implement the strong customer authentication under this Law, due to the
actions of another payment service provider or intermediary, the payment service
provider or intermediary who caused the non-execution or defective execution of the
payment transaction, shall pay to the liable payment service provider a compensation
for all damage incurred, as well as any other additional compensation agreed upon be-
tween the payment service providers and/or intermediaries according to the applicable
law to the agreement concluded between them.

Corrective Transfers

Article 96. (1). Where the payer’s payment service provider is liable to the payer
for a defectively executed payment transaction with the funds incorrectly credited to
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an account with a unique identifier other than that specified in the payment order or
for an unauthorised payment transaction where the payee’s account is credited with an
amount other than that specified by the payer in the payment order or for a payment
transaction executed more than once, the payer’s payment service provider shall have
the right to require the payee’s payment service provider to ex-officio make a corrective
transfer from the payee’s account, on which the funds have been incorrectly credited,
within five days from the date on which the payer’s payment service provider refunded
the amount of defectively executed transaction on the payer’s account but not later
than one month after he has been notified by the payer or in any other manner about
the defectively executed payment transaction.

(2) Where the payment initiation service provider is liable for the cases under
paragraph 1, it may make a request for an ex-officio corrective transfer to the payee’s
payment service provider directly or through the account servicing payment service
provider within the term under paragraph 1.

(3) The payee’s payment service provider of the defectively executed or unauthor-
ised transaction shall within five business days after the receipt of the request under
paragraph 1 or paragraph 2 make a corrective transfer from the payee’s account to the
account of the payer’s account servicing payment service provide or, where applicable,
to the account of the payment initiation service provider.

(4) In the cases where no ex-officio corrective transfer is made under the procedure
and time limits provided for in paragraphs 1-3, the relations between the parties shall
be settled in accordance with the general procedure.

(5) The Bulgarian National Bank shall set forth in an ordinance the terms and
procedure for making corrective transfers.

(6) (new; Darjaven Vestnik, issue 12 of 2021) Paragraphs 1-5 shall apply unless
otherwise provided in the rules of the payment scheme for the execution of payment
transactions in line with the rules of the payment scheme as referred to in Article 4,
paragraph 1 of Regulation (EU) No 260/2012.

Abnormal and Unforeseeable Circumstances

Article 97. Liability under this Chapter shall not apply in cases of abnormal and
unforeseeable circumstances beyond the control of the party pleading for the applica-
tion of those circumstances, the consequences of which would have been unavoidable
despite all efforts to the contrary, or where a payment service provider is bound by
other legal obligations covered by national or EU legislation.

Section VI
Operational and Security Risks and Authentication

Management of Operational and Security Risks

Article 98. (1) Payment service providers shall establish appropriate measures to
limit and control mechanisms to manage the operational risks, including security risks
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related to the payment services they provide, and to establish and maintain effective
incident management procedures for the detection and classification of major opera-
tional and security incidents.

(2) (amended; Darjaven Vestnik, issue 13 of 2020) Payment service providers li-
censed by the BNB shall provide to the BNB an updated and comprehensive assess-
ment of the operational and security risks relating to the payment services they provide
and on the adequacy of the limiting measures and control mechanisms implemented
in response to those risks.

Incident Reporting

Article 99. (1) A payment service provider licensed by the BNB shall immediately
notify the BNB in the case of a major operational or security incident.

(2) Where the incident has or may have an impact on the financial interests of
payment service users, the payment service provider shall immediately inform the
payment service users of the incident and of all measures he takes to limit the adverse
effects of the incident.

(3) (amended; Darjaven Vestnik, issue 13 of 2020) Upon receipt of the notifica-
tion referred to in paragraph 1, the BNB shall without undue delay send information
of the incident to EBA and to the ECB by assisting in incident importance evaluation
carried out by EBA and the ECB with regard to other EU competent authorities. The
Bulgarian National Bank may also inform other competent authorities in the Republic
of Bulgaria and, where necessary, take actions to protect the financial system.

(4) (amended; Darjaven Vestnik, issue 13 of 2020) A payment service provider
licensed by the BNB, as well as a branch of payment service provider operating on the
territory of the Republic of Bulgaria, shall provide to the BNB statistical data on fraud
relating to payments.

(5) The Bulgarian National Bank shall provide the EBA and the ECB with the data
under paragraph 4 in an aggregated form.

(6) The Bulgarian National Bank shall issue an ordinance on the implementation
of Article 98 and of this article.

Authentication

Article 100. (1) Payment service providers shall apply strong payer authentication
where the payer:

1. accesses the payment account online;

2. initiates an electronic payment transaction;

3. carries out other remote action which may imply a risk of payment fraud or
another abuse.

(2) (amended; Darjaven Vestnik, issue 13 of 2020) In case of remote payment
transactions under paragraph 1, item 2, payment service providers shall apply strong
customer authentication through variable elements linking the transaction to a spe-
cific amount and a specific payee.
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(3) In cases under paragraph 1, payment service providers have in place adequate
security measures to protect the confidentiality and integrity of payment service users’
personalised security credentials.

(4) Strong customer authentication shall be an authentication procedure, which is
designed in such a way as to protect the data confidentiality and shall include the use
of two or more independent elements:

1. knowledge — something only the user knows;

2. possession — something only the user possesses;

3. inherence — something the user is.

(5) The breach of any of the elements under paragraph 4 does not compromise the
reliability of the others.

(6) In cases where payments are initiated through a payment initiation service pro-
vider, paragraphs 2 and 3 shall apply, and where the information is requested through
an account information service provider paragraphs 1 and 3 shall apply.

(7) The account servicing payment service provider shall allow the payment ini-
tiation service provider and the account information service provider to rely on the
authentication procedures provided by the account servicing payment service provider
to the payment service user in accordance with paragraphs 1 and 3 and, where the pay-
ment initiation service provider is involved, in accordance with paragraphs 1, 2 and 3.

(8) (new; Darjaven Vestnik, issue 13 of 2020) Payment service providers may not
apply the strong payer authentication in the cases and under the conditions set out in
Articles 10-20 of Delegated Regulation (EU) 2018/389.

(9) (new; Darjaven Vestnik, issue 13 of 2020) Payment service providers under
paragraph 8 shall notify in writing the BNB before starting implementation of any of
the exemptions under Articles 10-20 of Delegated Regulation (EU) 2018/389, specify-
ing to which payment services the exemption relates. Payment service providers shall
notify the BNB in writing of any change in applying the exemptions.

(10) (new; Darjaven Vestnik, issue 13 of 2020) The Bulgarian National Bank may,
at any time, oblige a payment service provider under paragraph 8 to apply the strong
payer authentication if the payment service provider does not fulfil the relevant condi-
tions under Articles 10-20 of Delegated Regulation (EU) 2018/389.
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Chapter Six

TRANSPARENCY AND COMPARABILITY OF FEES.
PAYMENT ACCOUNT SWITCHING. ACCESS TO PAYMENT
ACCOUNTS WITH BASIC FEATURES

Section I

General Provisions

Scope

Article 101. (1) This Chapter shall apply to payment accounts through which con-
sumers are able at least to:

1. place funds in a payment account;

2. withdraw cash from a payment account; and

3. execute and receive payment transactions, including credit transfers, to and
from a third party.

(2) The provisions of Section IV of this Chapter shall apply only to the banks li-
censed by the BNB and to the bank branches conducting operations on the territory
of Bulgaria that offer payment services to consumers. The provisions of Sections II
and III of this Chapter shall apply to all payment service providers licensed by the
BNB, branches and agents of payment service providers operating on the territory of
Bulgaria.

Section II

Transparency and Comparability of Fees Linked to a Payment Account

List of the most Representative Services Linked to a Payment Account

Article 102. (1) The Bulgarian National Bank shall adopt an ordinance with a list
of the most representative services linked to a payment account, which shall contain
both national and standardised Union-level terms.

(2) The services under paragraph 1 shall be the services most commonly used by
consumers in relation to their payment accounts and/or services generating the highest
cost for consumers.

Fee Information Document

Article 103. (1) In good time before the consumer is bound by a contract for a
payment account, payment service providers shall provide the consumer with a fee
information document on paper or another durable medium containing the stand-
ardised terms of the list under Article 102. Provision of the fee information document
shall be without prejudice to the obligations of the payment service provider set out in
Article 60, item 3 or in the Law on Consumer Credit.

(2) The document under paragraph 1 shall:
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1. be a short and stand-alone document;

2. be presented and laid out in a way that is clear and easy to read, using characters
of a readable size;

3. be no less comprehensible in the event that, having been originally produced in
colour, it is printed or photocopied in black and white;

4. be written in Bulgarian or in another language, if agreed by the consumer and
the payment service provider;

5. be accurate and not contain misleading information;

6. specify the fees expressed in the currency of the payment account or, if agreed
by the consumer and the payment service provider, in another currency of a Member
State;

7. contain the title ‘Fee Information Document’ at the top of the first page next to a
common symbol to distinguish the document from other documentation;

8. include a statement that it contains fees for the most representative services
related to the payment account and that complete pre-contractual and contractual
information on all the services is provided in other documents.

(3) Where one or more services are offered as part of a package of services linked to
a payment account, the fee information document shall disclose the fee for the entire
package, the services included in the package and their quantity, and the additional fee
for any service that exceeds the quantity covered by the package fee.

(4) The fee information document shall be prepared in a standardised presentation
format and contain a common symbol in accordance with a delegated act, adopted by
the European Commission under Article 4, paragraph 6 of Directive 2014/92/EU of
the European Parliament and of the Council of 23 July 2014 on the comparability of
fees related to payment accounts, payment account switching and access to payment
accounts with basic features (OJ L 257/214 of 28 August 2014) hereinafter Directive
2014/92/EU.

Glossary

Article 104. (1) Payment service providers shall make available to consumers a
glossary of at least the standardised terms set out in the list referred to in Article 102
and the related definitions.

(2) The glossary provided pursuant to paragraph 1, including other definitions, if
any, shall be drafted in clear, unambiguous and non-technical language which is not
misleading.

Providing the Fee Information Document and the Glossary

Article 105. (1) The fee information document and the glossary shall be made
available to consumers at any time by payment service providers. They shall be pro-
vided in an easily accessible manner, including to non-customers. The fee information
document and the glossary shall be made available in the premises of payment service
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providers accessible to consumers, and if they are in electronic form, also on the web-
sites of payment service providers.

(2) The documents under paragraph 1 shall also be provided on paper or another
durable medium free of charge upon request by a consumer.

(3) The fee information document may be provided together with further informa-
tion required pursuant to European Union’s or Bulgaria’s legislative acts on payment
accounts and related services.

Statement of Fees

Article 106. (1) Payment service providers shall provide the consumer on request,
at least annually and free of charge, with a statement of all fees incurred, as well as,
where applicable, information regarding the overdraft interest rates applied to the pay-
ment account, the credit interest rate applied to the payment account and the total
amount of interest earned during the relevant period. Payment service providers shall
use the terms set out in the list under Article 102 in the statement of fees.

(2) The requirements under paragraph 1 shall be without prejudice to the obliga-
tions of payment service providers to provide information under Articles 65 and 66,
and under the Law on Consumer Credit.

(3) The communication channel under paragraph 1 used to provide the statement
of fees shall be agreed with the payment service provider and the consumer. Upon
request, it shall be also provided to consumers on paper.

(4) The statement of fees may be provided together with further information re-
quired pursuant to European Union’s or Bulgaria’s legislative acts on payment ac-
counts and related services.

Content of the Statement

Article 107. (1) The statement under paragraph 106 shall contain the following
information:

1. the unit fee charged for each service and the number of times the service was
used during the relevant period;

2. where the services are combined in a package, the fee charged for the package as
a whole, the number of times the package fee was charged during the relevant period
and the additional fee charged for any service exceeding the quantity covered by the
package fee;

3. the total amount of fees incurred during the relevant period for each service,
each package of services provided and services exceeding the quantity covered by the
package fee;

4. the overdraft interest rate applied to the payment account and the total amount of
interest charged relating to the overdraft during the relevant period, where applicable;

5. the credit interest rate applied to the payment account and the total amount of
interest earned during the relevant period, where applicable;

6. the total amount of fees charged for all services provided during the relevant
period.
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(2) The statement under Article 106 shall:

1. be presented and laid out in a way that is clear and easy to read, using characters
of a readable size;

2. be accurate and not contain misleading information;

3. be expressed in the currency of the payment account or, if agreed by the con-
sumer and the payment service provider, in another currency;

4. contain the title ‘Statement of Fees’ at the top of the first page of the statement
next to a common symbol to distinguish the statement from other documentation;
and

5. be written in Bulgarian or in another language, if agreed by the consumer and
the payment service provider.

(3) The statement of fees shall be prepared in a standardised presentation format
and contain a common symbol in accordance with a delegated act, adopted by the
European Commission under Article 5, paragraph 4 of Directive 2014/92/EU.

Information for Consumers

Article 108. (1) In their contractual, commercial and marketing information to
consumers, payment service providers shall use, where applicable, the standardised
terms set out in the list referred to in Article 102.

(2) Payment service providers may use brand names in the fee information docu-
ment and in the statement of fees, provided such brand names are used in addition to
the standardised terms set out in the final list referred to in Article 102 as a secondary
designation of those services.

(3) Payment service providers may use brand names to designate their services in
their contractual, commercial and marketing information to consumers, provided that
they clearly identify, where applicable, the corresponding standardised terms set out in
the list referred to in Article 102.

Fee Comparison Website

Article 109. (1) Consumers shall have access, free of charge, to at least one website
comparing fees charged by payment service providers for the services included in the
list referred to in Article 102 at national level.

(2) The website under paragraph 1 shall:

1. be operationally independent by ensuring that payment service providers are
given equal treatment in search results;

2. clearly set out the owner of the website;

3. set out clear, objective criteria on which the comparison will be based;

4. use plain and unambiguous language and, where applicable, the standardised
terms set out in the list referred to in Article 102;

5. provide accurate information and state the time of the last update;

6. include a broad range of payment account offers covering a significant part of
the market and, where the information presented is not a complete overview of the
market, a clear statement to that effect, before displaying results; and
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7. provide an effective procedure to report incorrect information on published fees.

(3) The Bulgarian National Bank shall maintain a website under paragraph 1. (4)
Other persons maintaining websites which comply with the requirements under para-
graphs 1 and 2 shall notify the BNB thereof in order to be included in the information
provided under paragraph 5.

(4) Payment service providers shall inform the BNB of the fees charged by them for
the services included in the list under Article 102.

(5) The BNB shall provide online information about the availability of websites
that comply with the conditions under this Article.

(6) Relations between the Ministry of Finance and the BNB with regard to reim-
bursement of expenses made by the BNB shall be contractually established.

(7) The Bulgarian National Bank shall issue an ordinance on the implementation
of this Article.

Packaged Payment Accounts

Article 110. Where a payment account is offered as part of a package together with
another product or service which is not linked to a payment account, the payment
service provider shall inform the consumer whether it is possible to purchase the pay-
ment account separately. If there is such a possibility, a payment service provider shall
provide separate information regarding the costs and fees associated with each of the
other products and services offered in that package that can be purchased separately.

Section III
Switching

Provision of the Switching Service

Article 111. Payment service providers shall provide a switching service as de-
scribed in this Section between payment accounts held in the same currency with a
payment service provider located in the territory of the Republic of Bulgaria.

The Switching Service

Article 112. (1) The receiving payment service provider shall initiate a switching
process upon request of the consumer and upon receipt of the authorisation from the
consumer. In the case of two or more holders of the account, authorisation shall be
obtained from each of them. Authorisation shall be granted in writing in Bulgarian or
in any other language agreed between the parties, with a copy being also provided to
the consumer.

(2) The authorisation under paragraph 1 shall allow the consumer to provide spe-
cific consent to:

1. the performance by the transferring payment service provider of each of the
tasks referred to in paragraph 4;
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2. the performance by the transferring payment service provider of each of the
tasks referred to in paragraph 7.

(3) The authorisation under paragraph 1 shall also allow the consumer to specifi-
cally identify:

1. incoming credit transfers, standing orders for credit transfers and direct debit
mandates that are to be switched;

2. the date that is at least six business days after the date on which the receiving
payment service provider receives the documents transferred from the transferring
payment service provider pursuant to paragraph 5 from which standing orders for
credit transfers and direct debits are to be executed from the payment account opened
or held with the receiving payment service provider.

(4) Within two business days from receipt of the authorisation referred to in para-
graph 1, the receiving payment service provider shall request the transferring payment
service provider to carry out the following tasks, if provided for in the consumer’s
authorisation:

1. transmit to the receiving payment service provider and, if specifically requested
by the consumer, to the consumer, a list of the existing standing orders for credit trans-
fers and available information on direct debit mandates that are being switched;

2. transmit to the receiving payment service provider and, if specifically requested
by the consumer, to the consumer, the available information about recurring incoming
credit transfers and creditor-driven direct debits executed on the consumer’s payment
account in the previous 13 months;

3. stop accepting direct debits and incoming credit transfers with effect from the
date specified in the authorisation where the transferring payment service provider
does not provide a system for automated redirection of the incoming credit transfers
and direct debits to the payment account held by the consumer with the receiving pay-
ment service provider;

4. cancel standing orders with effect from the date specified in the authorisation;

5. transfer any remaining positive balance to the payment account opened or held
with the receiving payment service provider on the date specified by the consumer;
and

6. close the payment account held with the transferring payment service provider
on the date specified by the consumer.

(5) Upon receipt of a request under paragraph 4, the transferring payment ser-
vice provider shall carry out the following tasks, if provided for in the consumer’s
authorisation:

1. send the receiving payment service provider the information referred to in para-
graph 4, items 1 and 2 within five business days;

2. stop accepting incoming credit transfers and direct debits on the payment ac-
count with effect from the date specified in the authorisation and inform the payer or
the payee of the reason for not accepting the payment transaction where the transfer-
ring payment service provider does not provide a system for automated redirection of
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the incoming credit transfers and direct debits to the payment account held or opened
by the consumer with the receiving payment service provider;

3. cancel standing orders with effect from the date specified in the authorisation;

4. transfer any remaining positive balance from the payment account to the pay-
ment account opened or held with the receiving payment service provider on the date
specified in the authorisation;

5. close the payment account on the date specified in the authorisation where the
time-frame under Article 63 is met and the consumer has no outstanding obligations
on that payment account and provided that the actions listed in items 1, 2 and 4 have
been completed; the transferring payment service provider shall immediately inform
the consumer where outstanding obligations prevent his payment account from being
closed.

(6) Without prejudice to Article 74, paragraph 2, the transferring payment service
provider shall not block payment instruments before the date specified in the con-
sumer’s authorisation, so that the provision of payment services to the consumer is not
interrupted in the course of the provision of the switching service.

(7) Within five business days of receipt of the information requested from the
transferring payment service provider as referred to in paragraph 4, the receiving pay-
ment service provider shall, as and if provided for in the authorisation and to the
extent that the information provided by the transferring payment service provider
enables the receiving payment service provider to do so, carry out the following tasks:

1. set up the standing orders for credit transfers requested by the consumer and
execute them with effect from the date specified in the authorisation;

2. make any necessary preparations to accept direct debits and accept them with
effect from the date specified in the authorisation;

3. where relevant, inform consumers of their rights pursuant to point (d) of Arti-
cle 5(3) of Regulation (EU) No 260/2012;

4. inform payers specified in the authorisation and making recurring incoming
credit transfers into a consumer’s payment account of the details of the consumer’s
payment account with the receiving payment service provider and transmit to the
payers a copy of the consumer’s authorisation; where the receiving payment service
provider does not have all the information it needs to inform the payers, it shall ask
the consumer or the transferring payment service provider to provide the missing
information;

5. inform payees specified in the authorisation and using a direct debit to collect
funds from the consumer’s payment account of the details of the consumer’s payment
account with the receiving payment service provider and the date from which direct
debits are to be collected from that payment account and transmit to the payees a copy
of the consumer’s authorisation; if the receiving payment service provider does not
have all the information it needs to inform the payees, it shall ask the consumer or the
transferring payment service provider to provide the missing information.



Law on Payment Services and Payment Systems 73

(8) Where the consumer chooses to personally provide the information referred
to in paragraph 7, items 4 and 5 to the payers or payees rather than provide specific
consent to the receiving payment service provider to do so, the receiving payment
service provider shall provide the consumer with standard letters providing details of
the payment account and the starting date specified in the authorisation within the
deadline referred to in paragraph 7.

Fees Connected with the Switching Service

Article 113. (1) Payment service providers shall not charge the consumer any fees
for access to the personal information regarding existing standing orders and direct
debits held by either the transferring or the receiving payment service providers.

(2) The transferring payment service provider shall not charge the consumer or the
receiving payment service provider in the cases under Article 112, paragraph 5, item 1.

(3) Where any fee is applied by the transferring payment service provider to the
consumer for the termination of the payment account, it shall be determined in ac-
cordance with the requirements of Article 63, paragraphs 2 and 5.

(4) Where fees are applied by the transferring or the receiving payment service
provider to the consumer for any service provided under Article 112, other than those
referred to in paragraphs 1— 3 of this Article, they shall be reasonable and in line with
the actual costs of that payment service provider.

Financial Losses for Consumers

Article 114. (1) Any financial loss, including charges and interest, incurred by the
consumer and resulting directly from the non-compliance of a payment service pro-
vider involved in the switching process with its obligations under Article 112 shall be
refunded by that payment service provider without delay.

(2) Paragraph 1 shall not apply in cases of:

1. abnormal and unforeseeable circumstances beyond the control of the payment
service provider, the consequences of which would have been unavoidable despite all
efforts to the contrary, or

2. where a payment service provider has acted in compliance with a statutory obli-
gation covered by the European Union or Bulgarian legislation.

Information about the Switching Service

Article 115. (1) Payment service providers shall make available to consumers the
following information about the switching service:

1. the roles of the transferring and receiving payment service provider for each step
of the switching procedure as indicated in Article 112;

2. the time frame for completion of the respective steps;

3. the fees, if any, charged for the switching procedure;

4. any information that the consumer will be asked to provide; and

5. the information about alternative dispute resolution procedures referred to in
Chapter Ten.
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(2) The information under paragraph 1 shall be made available free of charge on
paper or another durable medium at all premises of the payment service provider ac-
cessible to consumers, and also in electronic form on its website at all times, and shall
be provided to consumers on request. —.

Facilitation of Cross-border Account-opening for Consumers

Article 116. (1) Where a consumer indicates to his payment service provider that
he wishes to open a payment account with a payment service provider located in an-
other Member State, the payment service provider with which the consumer holds a
payment account shall on receipt of such request:

1. provide the consumer free of charge with a list of all the currently active standing
orders for credit transfers and debtor-driven direct debit mandates, if any, and with
available information about recurring incoming credit transfers and creditor-driven
direct debits executed on the consumer’s payment account in the previous 13 months;
that list shall not entail any obligation on the part of the new payment service provider
to set up services that it does not provide;;

2. transfer any positive balance, if any, remaining on the payment account held by
the consumer to the payment account opened or held by the consumer with the new
payment service provider, provided that the request includes full details allowing the
new payment service provider and the consumer’s payment account to be identified;

3. close the payment account held by the consumer.

(2) Where the time frame under Article 63 is met and if the consumer has no
outstanding obligations on the payment account, the payment service provider shall
conclude the steps set out in paragraph 1 on the date specified by the consumer, which
shall be at least six business days after the payment service provider has received the
consumer’s request unless otherwise agreed. The payment service provider shall im-
mediately inform the consumer where outstanding obligations prevent his payment
account from being closed.

Section IV
Access to Payment Accounts

Non-discrimination

Article 117. (1) Banks may not discriminate against consumers legally resident in
the European Union by reason of their nationality or place of residence or by reason
of any other ground as referred to in Article 21 of the Charter of Fundamental Rights
of the European Union, when those consumers apply for or access a payment account
within the territory of the Republic of Bulgaria.

(2) The conditions applicable to opening and keeping a payment account with
basic features shall be in no way discriminatory within the meaning of Article 118.
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Payment Account with Basic Features

Article 118. (1) A payment account with basic features shall be payment account
through which the following services are provided in Bulgarian levs on the territory
of Bulgaria:

1. opening, operating and closing of a payment account;

2. placing funds in a payment account;

3. withdrawing cash from a payment account at the counter or at automated teller
machines during or outside the banKs opening hours;

4. execution of the following payment transactions:

(a) direct debits;

(b) payment transactions through a payment card, including internet payments;

(c) credit transfers, including standing orders, at, where available, terminals and
counters and via the online facilities of the bank.

(2) Banks shall offer any of the services under Article 1 on a payment account with
basic features, where it is offered to consumers holding payment accounts other than
a payment account with basic features.

(3) Banks shall ensure that a payment account with basic features allows consum-
ers to execute an unlimited number of transactions in relation to the services referred
to in paragraph 1.

(4) Banks shall ensure that the consumer is able to manage and initiate payment
transactions from the consumer’s payment account with basic features in the banKs
premises and/or via online facilities, where available.

(5) Banks shall make available to consumers, free of charge, accessible information
and assistance about the specific features of the payment account with basic features
on offer, their associated fees and the conditions of use. The information shall make
clear that the purchase of additional services is not compulsory in order to access a
payment account with basic features.

(6) The Bulgarian National Bank, banks under Article 119, paragraph 1 and enti-
ties maintaining websites under Article 109, paragraph 1 shall take adequate measures
to raise awareness among the public about the availability of payment accounts with
basic features.

(7) Measures under paragraph 6 initiated by banks under Article 119, paragraph 1
shall include at least provision of an information leaflet on the payment account with
basic features available at any time on paper at banks’ premises accessible to consum-
ers, and in electronic form via banks’ websites.

(8) The information leaflet under paragraph 7 shall contain information on the
on payment account with basic features and the fees applied thereon by the respective
bank as determined by the BNB.
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Right of Access to a Payment Account with Basic Features

Article 119. (1) All banks licensed by the BNB and bank branches conducting
operations on the territory of Bulgaria that offer payment services to consumers shall
offer payment accounts with basic features within the meaning of Article 118.

(2) Consumers legally resident in the European Union, including consumers with
no fixed address and asylum seekers, and consumers who are not granted a residence
permit but whose expulsion is impossible for legal or factual reasons, shall have the
right to open and use a payment account with basic features.

(3) Banks that have received an application for opening a payment account with
basic features shall open the payment account with basic features or refuse to open
such an account at the latest ten business days after receiving the required documents.

(4) Banks shall refuse an application for a payment account with basic features
where opening such an account would result in an infringement of the provisions on
the prevention of the use of the financial system for the purpose of money laundering
and the countering of terrorist financing.

(5) Banks may refuse opening a payment account to consumer with basic features
if he has already had:

1. a payment account with basic features with the same or another bank on the
territory of Bulgaria, or

2. more than one payment account which allows him to make use of all services
under Article 118, paragraph 1 with the same bank or another bank on the territory
of Bulgaria, save where a consumer has received notice that the payment account will
be closed.

(6) In the event of refusal the bank after taking its decision shall immediately in-
form the consumer of the refusal and of the specific reason for that refusal, unless
such disclosure would be contrary to objectives of national security, public policy or
the legislation on the prevention of the use of the financial system for the purpose of
money laundering and terrorist financing. The consumer shall be notified in writing
and free of charge. With the notice banks shall advise the consumer of the procedure
to submit a complaint against the refusal under Article 174, and of the consumer’s
right to contact the BNB and the Conciliation Commission on Payment Disputes and
provide the relevant contact details.

(7) Access to a payment account with basic features shall not be made conditional
on the purchase of additional services or of shares in the bank, unless the latter is con-
ditional for all customers of the bank.

(8) The banks may request from a consumer to declare the circumstances under
paragraph 5.

(9) Banks licensed by the BNB and bank branches conducting operations on the
territory of Bulgaria that offer in exceptional cases payment services to consumers and
insofar the consumers are limited in number and category, may not offer payment ac-
counts with basic features within the meaning of Article 118.
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Fees on Payment Accounts with Basic Features

Article 120. (1) Banks shall offer services to consumers specified under Article 118,
paragraph 1 free of charge or for a reasonable fee irrespective of the number of pay-
ment transactions on the account.

(2) Where ten or more banks offer any service under Article 118, paragraph 1 with
no fee on consumer payment accounts other than payment accounts with basic fea-
tures, this service shall be determined as free of charge in the average amount of fees
under paragraph 6.

(3) Where any of the services under Article 118, paragraph 1 is offered by ten or
more banks on consumer payment accounts other than payment accounts with basic
features with no fee to a certain threshold, banks shall offer this service free of charge
to the average amount of this threshold published by the BNB under paragraph 6.

(4) The fees charged to the consumer for non-compliance with the consumer’s
commitments laid down in the framework contract for payment accounts with basic
features shall be reasonable.

(5) The reasonable fees referred to in paragraphs 1 and 4 shall be established tak-
ing into account the income level in the Republic of Bulgaria, and they shall be lower
than the average fees charged for the relevant services provided on consumer pay-
ment accounts other than payment accounts under Article 118, and the amount of
fees charged by the bank according to the tariff for the relevant services provided on
consumer payment accounts other than payment accounts under Article 118.

(6) The Bulgarian National Bank shall publish on its website once a year the aver-
age amount of fees charged by banks for the relevant services provided on consumer
payment accounts other than payment accounts under Article 118, as well as the aver-
age amount of threshold under paragraph 3.

(7) For the purposes of paragraph 6 the BNB may request from banks informa-
tion of fees charged by them for the relevant services provided on consumer payment
accounts.

Article 120a. (new — Darjaven Vestnik, issue 66 of 2023, effective as of 1 September
2023) (1) Where, at the authorisation of the titleholder, operations are carried out on
payment accounts with basic features under Article 118, including cash withdrawals,
no fees shall be payable in respect of such transactions where these are charged against
the proceeds of salaries, pensions, social security and social assistance benefits, schol-
arships for pupils, students and doctoral students.

(2) The account with basic features under Article 118 shall be settled free of charge
when it is credited with the funds referred to in paragraph 1 or when these funds and
the interest thereon are kept on this account.

(3) Paragraph 1 shall not apply to cash withdrawals from ATM and POS of banks
other than those of the servicing bank.
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Framework Contracts for a Payment Account with Basic Features and
Termination

Article 121. (1) Provisions of Articles 59-66 shall apply to framework contracts for
a payment account with basic features unless otherwise foreseen in this Article.

(2) The Bank may unilaterally terminate a framework contract for a payment ac-
count with basic features only where at least one of the following conditions is met:

1. the consumer deliberately used the payment account for illegal purposes;

2. there has been no payment transaction on the payment account for more than
24 consecutive months;

3. the consumer provided incorrect information in order to open a payment ac-
count with basic features where the correct information would have resulted in a re-
fusal to open such an account;

4. the consumer is no longer legally resident in the European Union;

5. the consumer has subsequently opened a second payment account with another
bank, which allows him to make use of the services listed in Article 118, paragraph 1;

6. the consumer infringes conditions of the framework contract.

(3) Where a bank terminates the contract for a payment account with basic fea-
tures on one or more of the grounds mentioned in paragraph 2, items 2, 4-6, it shall
inform the consumer of the reasons and the justification for the termination at least
two months before the termination, unless such disclosure would be contrary to objec-
tives of national security or public policy. The consumer shall be notified in writing
and free of charge.

(4) Where a bank terminates a framework contract for a payment account with
basic features in accordance with paragraph 2, item 1 or 3, its termination shall take
effect immediately.

(5) With the notice of termination under paragraph 3 banks shall advise the con-
sumer of the procedure to submit a complaint against the termination under Arti-
cle 174, and of the consumer’s right to bring the dispute to the BNB and the Concilia-
tion Commission on Payment Disputes and provide the relevant contact details.

(6) The Bulgarian National Bank shall issue an ordinance on the implementation
of this Section.

Chapter Seven
PAYMENT SYSTEMS

Payment System

Article 122. (1) A payment system shall be a funds transfer system with formal
and standardised arrangements and general rules for the processing, clearing and/or
settlement of payment transactions.
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(2) A payment system shall be serviced by an operator of the payment system.
Where the payment system participants are more than 1 the operator shall be deter-
mined by an agreement between the participants in the system.

Settlement in a Payment System

Article 123. (1) Settlement in a payment system shall be a transfer of funds on set-
tlement accounts with the purpose of executing orders for transfers between payment
system participants.

(2) A settlement account shall be an account with a settlement agent used to store
funds and for the settlement of transactions between participants in the system.

(3) A settlement agent may be solely a central bank or a bank within the meaning
of Article 2, paragraph 5 of the Law on Credit Institutions.

(4) The settlement agent shall ensure reliable and effective administrative and ac-
counting procedures corresponding to the characteristics of the system and the volume
of executed transactions.

(5) The Bulgarian National Bank may establish additional liquidity requirements
to banks acting as settlement agents.

Storage of Orders to the Payment System

Article 124. The participants in the payment system and the system operator shall
keep the orders to the payment system for at least a five-year period as from the date
they are submitted.

Access to Payment Systems

Article 125. (1) The rules on access of payment service providers to payment sys-
tems shall be objective, non-discriminatory and proportionate and that those rules
do not inhibit access more than is necessary to safeguard against specific risks such
as settlement risk, operational risk and business risk and to protect the financial and
operational stability of the payment system.

(2) Payment systems may not impose on payment service providers, on payment
service users or on other systems:

1. restrictive rules on effective participation in other payment systems;

2. rules which discriminate between payment service providers in relation to the
rights, obligations and entitlements of participants;

3. any restrictions on the basis of legal status of payment service providers.

Restrictions to Access to Payment Systems

Article 126. (1) Article 125 shall not apply to payment systems:

1. designated under Directive 98/26/EC of the European Parliament and of the
Council of 19 May 1998 on Settlement Finality in Payment and Securities Settlement
Systems, amended with Directive 2009/44/EC of the European Parliament and of the
Council of 6 May 2009;
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2. payment systems composed exclusively of payment service providers belonging
to a group.

(2) Where a participant in a system under paragraph 1, item 1 allows an authorised
or registered payment service provider that is not a participant in the system to pass
transfer orders through the system that participant shall, when requested, give the
same opportunity in an objective, proportionate and non-discriminatory manner to
other authorised or registered payment service providers in line with paragraph 125.
In the event of refusal for providing access to the system the refusal shall be reasoned.

Rules of the Payment System

Article 127. (1) The rules of each payment system shall be an integral part of the
agreement on the system concerned.

(2) The rules of the payment system shall include at least:

1. the operator of the payment system;

2. the settlement agent and the way of ensuring the irrevocability of transfer orders;

3. participants in the payment system;

4. the requirements for the procedure, method and the form of payment orders
submitted by the payment service user to the participants of the system;

5. the rules for access and participation in the payment system;

6. the conditions for exit or exclusion of participants in the payment system;

7. rights and obligations of the participants and of the system operator;

8. the manner of submitting transfer orders, their form and structure;

9. the manner of submission, the form and the structure of information on settle-
ment account transactions;

10. the principle of operation of the payment system and the settlement method for
the counter claims and liabilities of participants;

11. the point of time of accepting a transfer order by the payment system and the
time limit for accepting orders by the payment system;

12. the point of time of irrevocability of transfer orders accepted by the payment
system provided it is a settlement finality payment system;

13. the method of ensuring the funds for settlement of transfer orders submitted
to the payment system;

14. the currency or currencies in which the payment system operates;

15. the presence of potential financial, operational and technical risks for partici-
pants and measures for the management of these risks;

16. the tariff for services provided;

17. the rules for managing financial and operational risks;

18. the rules and technical means for protection of information against unauthor-
ised access or use;

19. the contingency rules.

(3) The provisions of the agreement under paragraph 1 and rules of the payment
system should ensure the compliance with the requirements of this Law and the regu-
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lations on its enactment. The operator and participants shall be obliged to adhere to
the rules and agreement for the respective payment system.

Chapter Eight

SETTLEMENT FINALITY IN PAYMENT AND SECURITIES
SETTLEMENT SYSTEMS

Section I

General Provisions

General Provisions

Article 128. (1) A payment system and a securities settlement system under Direc-
tive 98/26/EC of the European Parliament and of the Council of 19 May 1998 on set-
tlement finality in payment and securities settlement systems amended with Directive
2009/44/EC of the European Parliament and of the Council of 6 May 2009, hereinafter
referred to as ‘settlement finality system’, shall be a system that complies with all of
the following conditions:

1. is a written arrangement between three or more participants, excluding the
system operator of that system, a settlement agent, a possible central counterparty, a
clearing house or a indirect participant, with common rules and standardised arrange-
ments for the clearing, whether or not through a central counterparty, or execution of
transfer orders between the participants;

2. the participants have chosen the legislation of a Member State to govern the ar-
rangement for the system;

3. the rules and proceedings of the system comply with the requirements for settle-
ment finality specified in this Chapter.

(2) The participants in a settlement finality system may choose Bulgarian law to
govern the system arrangement only if at least one of them has its head office and reg-
istered address on the territory of the Republic of Bulgaria.

(3) A settlement finality system shall be serviced by a system operator. The system
operator may act as a settlement agent, central counterparty or a clearing agent.

(4) An arrangement entered into between interoperable systems shall not consti-
tute a settlement finality system.

(5) The Ministry of Finance shall notify the European Securities and Markets Au-
thority of the systems under paragraph 1 and of the system operators under para-
graph 3 where the Bulgarian law governs the system arrangement following a check of
the compliance of system rules and procedures with the requirements for settlement
finality.

(6) The Bulgarian National Bank shall provide the Ministry of Finance with the
information necessary for the notification under paragraph 5 on the payment systems
under paragraph 1 and system operators of payment systems under paragraph 3.
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Settlement Agent of a Settlement Finality System

Article 129. (1) A settlement agent shall mean an entity providing to institutions
and/or a central counterparty participating in systems, settlement accounts through
which transfer orders or securities transfer orders within such systems are settled and,
as the case may be, extending credit to those institutions and/or central counterparties
for settlement purposes.

(2) A settlement account under this Chapter shall mean an account at a central
bank, a settlement agent or a central counterparty used to hold funds and securities
and to settle transactions between participants in a system.

(3) (amended Darjaven Vestnik, issue 12 of 2021) For settlement finality systems
when the Bulgarian legislation is applicable, a settlement agent shall be the BNB, unless
otherwise provided in this Law.

(4) Cash settlement in levs of securities settlement systems, for which the Ministry
of Finance has made a notification under Article 128, paragraph 5, shall be carried
out in the real time gross settlement system (RINGS) in accordance with the rules and
procedures under Article 145, paragraph 4.

Participants in a Settlement Finality System

Article 130. (1) A participant in a settlement finality system may be solely:

. the Bulgarian National Bank and the central banks of other Member States;
. a settlement agent;

. a central counterparty;

. a clearing house;

. an institution within § 1, item 15 of the Additional Provisions;

6. a system operator.

7. (new; Darjaven Vestnik, issue 12 of 2021) a clearing member of a central coun-
terparty authorised pursuant to Article 17 of Regulation (EU) No 648/2012 of the
European Parliament and of the Council on OTC derivatives, central counterparties
and trade repositories (OJ L 201, 27.7.2012, p. 1).

(2) An indirect participant in the settlement finality payment system may be an
institution within the meaning of § 1, item 15 of the Additional Provisions, a central
counterparty, a settlement agent, a clearing house or a system operator with a contrac-
tual relationship with a participant in a settlement finality system executing transfer
orders or securities transfer orders according to which the indirect participant may
pass transfer orders or securities transfer orders through the system, provided that the
indirect participant is known to the system operator.

(3) According to the rules of the system one and the same participant may act as a
central counterparty, a settlement agent or a clearing house in the settlement finality
system or carry out all or part of these tasks.

(4) Whenever asked for from the entities having legal interest, the institutions shall
inform about the settlement finality systems in which they participate and shall inform
about the general rules governing the proceedings of such systems.
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Reorganisation Measures and Winding-up Proceedings against a
Participant in a Settlement Finality System

Article 131. (1) Reorganisation measures or winding-up proceedings against a
participant in a settlement finality system shall be those measures or proceedings un-
dertaken against a bank as specified in Article 133 of the Law on Credit Institutions,
as well as any other measure provided for by law and applied by an administrative or
judicial authority against a participant in a settlement finality system and including the
suspension or restriction on its transactions or payments.

(2) The point of time when a reorganisation measure or winding-up proceedings
start shall be the time when the competent judicial or administrative authority has
taken a decision to take measures or open the proceedings.

(3) When taking a decision to open a reorganisation measure or winding-up pro-
ceedings against a participant in a settlement finality system, the respective judiciary
or administrative authority shall immediately notify the Ministry of Finance, which
shall in turn notify all other Member States, the European Systemic Risk Board and
the European Securities and Markets Authority.

(4) The start of reorganisation measures or winding-up proceedings shall not have
retroactive effects on the rights and obligations of the participants and may not lead
to the re-calculation of the receivables and liabilities of participants arising from or in
connection with their participation in the settlement finality system prior to the start
of the procedure pursuant to paragraph 2. This shall apply, inter alia, as regards the
rights and obligations of a participant in an interoperable system, or of a system opera-
tor of an interoperable system which is not a participant.

(5) In the event of a reorganisation measure or winding-up proceedings opened
against a participant in the settlement finality system, the rights and obligations aris-
ing from or in connection with its participation shall be laid down in the legislation
governing the system